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 Electrostatic discharge (ESD) causes a significant percentage of the failures in the 

electronics industry. The shrinking size of semiconductor circuits, thinner gate oxides, 

complex chips with multiple power supplies and mixed-signal blocks, larger chip 

capacitance and faster circuit operation, all contribute to increased ESD sensitivity of 

advanced semiconductor devices. Therefore, understanding and controlling ESD is 

indispensable for higher quality and reliability of advanced device technologies. 

 This thesis provides a comprehensive understanding of ESD and EOS failures in 

GaAs and SiGe devices. In the first part of this thesis, characteristics of internal damage 

caused by several ESD test models and EOS stress in non-silicon devices (GaAs and 

SiGe) are identified. Failure signatures are correlated with field failures using various 

failure analysis techniques.  

 The second part of this thesis discusses the effects of ESD latent damage in GaAs 

devices. Depending on the stress level, ESD voltage can causes latent failures if the 

device is repeatedly stressed under low ESD voltage conditions, and can cause premature 
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damage leading eventually to catastrophic failures. Electrical degradation due to ESD-

induced latent damage in GaAs MESFETs after cumulative low-level ESD stress is 

studied. Using failure analysis, combined with electrical characterization, the failure 

modes and signatures of EOS stressed devices with and without prior low-level ESD 

stress are compared. 

 To predict the power-to-failure level of GaAs and silicon devices, an ESD failure 

model using a thermal RC network was developed. A correlation method of the real ESD 

stress and square wave pulse has been developed. The equivalent duration of the square 

pulse is calculated and proposed for the HBM ESD stress. The dependence of this value 

on the ESD stress level and material properties is presented as well. 
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1. INTRODUCTION 

Electrostatic discharge (ESD) is one of the most important reliability 

problems in the integrated circuit industry. Typically, it is known that one-third to 

one-half of all field failures are due to ESD and other failures known as electrical 

overstress (EOS) [1], [2]. Therefore, to achieve higher quality and reliability 

standards for IC products and to reduce the IC product loss due to ESD and EOS 

related failures, ESD phenomenon should be well understood and controlled and 

proper corrective actions should be taken through all phases of IC device design, 

manufacturing, and use. As ESD damage has become more prevalent in newer 

technologies due to the higher susceptibility of smaller circuit components, there has 

been a corresponding increase in efforts to understand ESD failures through 

modeling and failure analysis. This has resulted in a greater industry-wide 

knowledge of ESD mechanisms and thus a greater ability to design robust ICs 

which sustain fewer field failures and in order to obtain higher ESD robustness of 

IC devices, significant progress has been made in understanding the implications of 

different types of ESD events on the design of protection circuits, and in 

implementing highly effective ESD protection circuits at each device technology.   

However, despite these efforts, there are still ESD-related problems which 

are not well understood. The advent of new generation of device technology always 

leads to new challenges to higher ESD reliability and more efficient protection 

circuit. ESD is comparatively well known issues in silicon devices and seriously 

addressed during past years from the many researchers, but the ESD issue in non-



 2

silicon devices such as GaAs and SiGe devices is only discussed in very few 

publications. Although significant progress has been made in understanding ESD 

and solving ESD related problems, there is still much room for improvement in the 

case of non-silicon devices. 

Electronic system manufacturers and microelectronics device manufacturers 

claimed that they have trouble with microelectronics devices damaged after system 

level burn-in screening. Although the companies comprehended the possibility that 

the failure has occurred due to EOS or ESD, they have had difficulty in identifying 

failure causes and the process conditions that lead for damage. However, they need 

to define failure causes before the right protection can be implemented. 

There have been efforts to find evidence of ESD and EOS failures in various 

process technologies for the last twenty years. But not nearly enough work has been 

done on classifying various ESD and EOS conditions such as the combination of 

ESD modes or continuous EOS in accordance with failure characteristics. 

Classification of failure characteristics will lead to a description of the quantitative 

causes of failure and this is an important process because manufacturers can 

understand why, where, and when these failures occur.  

The focus of this thesis is on the characterization of ESD/EOS related IC 

failures, particularly for non-silicon devices using GaAs and SiGe. The objective of 

this study is to clarify ESD/EOS events experimentally and theoretically, and their 

effects on semiconductor devices due to the high voltage and current. In order to 

study ESD/EOS phenomenon, extensive experiments have been conducted, and an 

analytical model for failure of IC devices is described to explain failure 
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mechanisms. An outline of the thesis and a list of its objectives are presented in 

chapter 3. 

1.1 Creating Electrostatic Charge 

ESD is a subset of electrical overstress (EOS) and can be defined as “the 

transfer of charge between two bodies at different electrical potentials” [3] either 

through direct contact or through an induced electric field, so it is a charge driven 

physical mechanism resulting from a charge imbalance. There are three major 

charge-generation processes; triboelectric charging, induction, and conduction [4]. 

But usually, this imbalance of electrons on the surface of the material is caused by 

friction between different materials, which is called triboelectric charging. The 

potential induced by charges depends on the triboelectric properties of materials, 

contact area, pressure applied, and friction between the two materials [5]. For 

example, a person walking across the floor generates static electricity as shoe soles  
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Figure 1.1 The mechanism of triboelectric charge – contact and separation [3] 
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Table 1.1 Possible ESD phenomena in real life [6] 

 

contact and then separate from the floor surface. An electronic device sliding into or 

out of a bag, magazine or tube generates an electrostatic charge as the device's 

housing and metal leads make multiple contacts and separations with the surface of 

the container. While the magnitude of electrostatic charge may be different in these 

examples, static electricity is indeed generated. Table 1.1 shows that huge 

electrostatic voltage can be generated even during normal daily life. 

Triboelectric charging is generated by a contact and separation mechanism. 

In an electrically neutral condition, the atoms of materials have same number of 

positive protons and negative electrons. As shown in Figure 1.1(a), material "A" 

consists of atoms with equal numbers of protons and electrons. Material "B" also 

consists of atoms with equal (though perhaps different) numbers of protons and 

electrons. Once they are placed into contact and separated (Figure 1.1(b)), negatively 

charged electrons are transferred from the surface of one material to the surface of 

the other material. Which material loses electrons and which gains electrons is 
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Electrostatic voltageExamples of electrostatic voltage

1500V18000VChair packed with polyurethane 
foam

1200V20000VPolyethylene bag lifted from a 
bench

7000V 600VVinyl cover

250V1200VPerson walking on a vinyl floor
1500V3500VPerson walking on a carpet

65 to 90% RH10 to 20% RHGenerating Source

Electrostatic voltageExamples of electrostatic voltage



 5

totally dependent on the tribo-electrical properties of the two materials. In the 

example of Figure 1.1, the material "A" that loses electrons is charged positively 

and the material "B" that gains electrons is charged negatively. 

This process of material contact, electron transfer and separation is really a 

more complex mechanism than described here. The amount of charge created by 

triboelectric generation is affected by the area of contact, the speed of separation, 

relative humidity, and other factors. Once the charge is created on a material, it 

becomes an electrostatic charge if it remains on the material. This charge may be 

transferred from the material, creating an electrostatic discharge, or ESD, event. 

Additional factors such as the resistance of the actual discharge circuit and the 

contact resistance at the interface between contacting surfaces also affect the actual 

charge that can cause damage. Even though triboelectric charging is the most 

common static charge generation mechanism, it can be generated by induction and 

conduction. 

An electrostatic charge also may be created on a material in other ways such 

as by induction and conduction. Inductive charging is a two-step process. As a 

conductive object comes into close with a charged object, part of the field 

terminates on a conductive object, resulting in an internal separation of charge. 

When a charged object is removed from the area, a net charge exists on a conductive 

object but opposite in polarity from what existed on a charged object. The transient 

caused by induction is similar to a charged device model (CDM) event [7].  

One more charging process, conductive charging involves the physical 

contact and balancing of voltage between two systems or objects at different 
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potentials. As a charged object is brought into physical contact with an isolated 

object of lower potential, charge is transferred to the lower biased object until the 

potential is balanced. When the objects are separated, the two objects have 

accumulated a charge of the same polarity.  

1.2 ESD/EOS Effects in Electronic Industries 

ESD may be able to change the electrical or physical properties of electronic 

devices, including semiconductor devices, degrading or destroying them (will be 

explained in Chapter 2). ESD combined with EOS is one of the most frequently 

occurring failures in the IC device industry and the potentially destructive nature of 

ESD in IC devices became more apparent as IC devices became smaller and more 

complex. As shown in Figure 1.2 (a), it is known that around 60 % of total IC 

failures are caused by ESD and ESD. A Pareto chart for both plastic and hermetic 

IC devices also shows that the number one failure mechanism is ESD/EOS (Figure 

1.3). So there is no wonder that ESD/EOS is one of the most important failure  

(a) Distribution of failure causes in Silicon ICs

EOS & ESD

58% 27%

Design, process, 
assembly related

25%

17%
ETC No problem

41%

Application

19%

ETC
(Design, not found,
untestable)

(b) Distribution of failure causes in GaAs ICs  
Figure 1.2 Distribution of failure causes in IC devices [9], [10] 
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mechanisms in IC devices. Furthermore this ESD/EOS issue is expected to remain 

important for future IC technology and future IC device materials like GaAs and 

SiGe devices [8], [10]. (Figure 1.2 (b)) and this is also applicable to different types 

of device technologies such as CMOS, bipolar, and MESFETs. In both Figure 1.2  
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Figure 1.3  Pareto chart of the failure causes of IC devices [11] 

ESD losses reported 

Description Minimum loss Maximum loss Estimated average loss 

Component and 
manufacturers 4 % 97 % 16~22 % 

Subcontractors 3 % 70 % 9~15 % 

Contractors 2 % 35 % 8~14 % 

User 5 % 70 % 27~33 % 



 8

and Figure 1.2, EOS and ESD are categorized as a one single failure mechanism, 

“ESD and EOS”. This is because of the similarities in EOS and ESD failure modes 

and failure signatures. So it is very difficult to distinguish between them. In many 

field failure analysis cases, both EOS and ESD are categorized as one group of 

failure causes.  

Despite a great deal of effort during the past decade, ESD still affects 

production yields, manufacturing costs, product quality, product reliability, and 

profitability. Besides the loss directly associated with the damaged part, the loss 

from ESD may include; 

• engineering time  

• loss of reputation  

• possible loss of future sales  

• rework and test facility 

• customer dissatisfaction  

• shock to personnel  

• damage to equipment 

Industry experts have estimated average product losses due to ESD to range from 8-

33% of total cost as shown in Table 1.2. Others estimate the actual cost of ESD 

damage to the electronics industry as running into the billions of dollars annually. 

The cost of damaged devices themselves ranges from only a few cents for a simple 

diode to several hundred dollars for complex hybrids. When associated costs of 

repair and rework, shipping, labor, and overhead are included, the total amount of 

ESD related loss is significantly increased.  
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 Figure 1.4 is the fishbone diagram (cause and effect diagram) for ESD 

failures in IC devices. It shows that ESD events can happen everywhere, in areas 

including the manufacturing process, transportation, and even field usage. ESD 

occurs at all level of integration and from various sources including human beings, 

machines, electromagnetics, and harsh environments. Hence, in order to prevent   

ESD damage effectively in the IC industry, proper handling and grounding of 

personnel and equipment and shielding of ESD sensitive products during all the 

processes need to be along with incorporation of proper ESD protection circuits. 
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Figure 1.4 Fishbone Diagram for Electrostatic discharge failures on IC devices [13] 
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1.3 ESD/EOS Protection Circuits 

As the size of IC devices is shrinking and newer technologies are being 

developed, ESD damage becomes a more and more critical issue in the IC industry. 

To prevent ESD damage, proper grounding/handling precautions are essential. But 

usually control over handling/grounding is limited, so incorporating proper 

protection circuitry is also required. The concept of protection circuitry is to connect 

the additional circuitry (on-chip or off-chip) to the pins of the IC packages which 

will divert high currents away from the internal core circuitry and clamp high 

voltages during an ESD stress. Additionally an ESD protection circuit should not be 

damaged during an incoming pulse such as ESD and EOS. 

A great deal of effort to design and optimize ESD protection circuits has 

been made for many years. However, it is not always easy to select the appropriate 

protection device for a circuit, because there are almost too many choices available. 

It is important to understand the nature of each protection device element and to 

evaluate its characteristics properly against the requirements of the circuit to be 

protected.  

For a successful on-chip ESD protection circuit design, it is essential to 

choose a proper type of protection circuitry and elements. A good protection circuit 

should absorb and be capable to handle various types of ESD and EOS events 

without being damaged. For example, ESD is a high-voltage transient with fast rise 

time and fast decay time. Several thousand volts of ESD with a high rise time 

(dv/dt) could break through the junction layer of protective devices easily and cause 
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damage. However, ESD surge energy is very small and it does not require much 

energy-handling capability from a protective device. One the other hand, EOS is a 

much slower phenomenon than ESD but much larger energy is involved. The 

following factors need be considered for designing an ideal protection device for 

EOS and ESD [14]; 

• Voltage-clamping devices should limit the surge voltage to a safe level for the 

circuit or component being protected.  

• Voltage-clamping devices should withstand several thousand volts in a fast 

dv/dt impulse.  

• Protective devices should be small enough to fit into a limited space on a 

printed circuit board (PCB). Most components that require ESD protection are 

small surface-mount devices (SMD).  

• Current-limiting devices are sometimes not effective for ESD protection 

D1

D2 D3

In R Out

Vcc

GND

D1

D2 D3

In R Out

Vcc

GND  
Figure 1.5 Typical CMOS input protection scheme 
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because ESD current is very small and does not induce much voltage across the 

device.  

• Limiting devices with high impedance are not effective for ESD protection. The 

stray capacitance in these devices could provide low reactance. 

Relying upon on-chip protection to suppress ESD/EOS events may provide a 

false sense of security if not carefully evaluated. In the past, 2kV-4kV of on-chip 

ESD protection was thought to be adequate protection, but new standards such as 

IEC 61000-4-2 have raised the minimum protection level to as much as 15kV. As 

device geometries continue to shrink, it is becoming more difficult to add on-chip 

protection with a common manufacturing process. As a result, devices operating at 

low voltages may not be adequately protected.  

Some integrated circuits feature built in protection by means of an internal 

SCR (silicon controlled rectifier) or resistor and diode network. The basic 

requirements of a protection network are that it provides a low impedance path for 

the discharge energy while limiting the current and voltage seen by the active circuit. 

This means that the transient energy is dissipated in the protection network itself. 

The basic input protection circuit usually consists of the following elements: 

• A shunt device to discharge positive polarity transients 

• A shunt device to discharge negative polarity transients 

• A series element for current limiting 

A typical CMOS input protection circuit is shown in Figure 1.5. When an 

ESD voltage is applied to the input structure, the on-chip diodes shunt the transient 

current to the power line (Vcc) or ground. A positive transient voltage causes diode 
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D1 to be forward biased when the input voltage exceeds Vcc. Likewise, for negative 

transients, diode D2 shunts the negative current. The polysilicon input resistors serve 

to limit the peak currents. Since polysilicon resistors are thermally insulated by a 

surrounding layer of SiO2 or glass, they are particularly susceptible to thermal 

damage resulting from joule heating by ESD induced currents. A typical CMOS 

input protection circuit can provide ESD immunity to approximately 4kV [15].  
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2. ESD CHARACTERIZATION IN IC DEVICES 

In this chapter, a general overview of the characterization of ESD 

phenomena as preliminary information for this dissertation is presented. The 

ESD/EOS induced failure mode, basic device physics to explain ESD/EOS related 

failure mechanisms, and the overview of ESD test models are provided as well. 

For mathematical models of ESD/EOS induced failures, modeling 

techniques have been proposed for failure mechanisms involved with semiconductor, 

oxide and metallization failures. Selected approaches are included in this chapter as 

well as the primary mechanisms associated with ESD and EOS. 

In order to characterize the susceptibility of an IC to ESD damage, the IC 

must be tested using models which accurately simulate real ESD events. These 

models should be standardized so that testing is consistent and reliability can be 

defined quantitatively. Actual ESD stresses occur during wafer fabrication, 

packaging, testing, or any other time the circuit comes in contact with a person or 

machine. The majority of stresses occur between two pins of an IC package when 

the chip is not powered up, a fact reflected in the setup of ESD characterization tests 

[17]. Specific tests are designed to model specific events such as human handling, 

machine handling, and field induction. 

The most common industrial tests used to measure ESD robustness are the 

human-body model (HBM), the machine model (MM), and the charged-device 

model (CDM) [18]-[20]. These most common models will be explained in detail in 

this chapter together with other models. Briefly, the human-body model consists of 
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charging a capacitor to a high voltage and then discharging the capacitor through a 

series resistor into the pins of a packaged IC with another pin grounded and all other 

pins floating. HBM testing is often the sole means of qualifying ESD reliability 

because the specifications of the test are standardized industry wide and because 

several commercial HBM testers are available.  

Similarly to the HBM, in the machine model a capacitor is charged up to a 

high voltage and then discharged through the pins of an IC. Unlike the HBM, the 

MM discharges the capacitor through only a very small, parasitic series resistance, 

resulting in an oscillatory input pulse comparable to a pulse generated by a charged 

metal machine part contacting an IC pin.  

The CDM test, which consists of charging a ground pin of a package using a 

voltage source, removing the voltage source, and then discharging the package by 

shorting a different pin, is meant to simulate the electrostatic charging of a package 

due to improper grounding and its subsequent discharging when a low-resistance 

path becomes available.  

2.1 Basic Device Physics 

Before examining failure mechanisms caused by ESD, a brief overview of 

some device physics is useful to understand ESD failure phenomena. When silicon 

is heated, the carriers normally present in the device are supplemented by thermally 

generated carriers. This causes the resistivity of silicon to decrease sharply with an 

increase in temperature, as shown in Figure 2.1. This is known as Runyan’s curve. 



 16

Additionally, Figure 2.2 shows that increasing the temperature of silicon causes its 

thermal conductivity to decrease. 
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Figure 2.1 Decrease in thermal conductivity of silicon with increasing temperature [25] 
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Figure 2.2 A rapid decrease in resistivity of doped silicon with increasing temperature [25] 

 

 



 17

Combining the effects shown in the two figures, some conclusions about the 

thermo-mechanical behavior of silicon may be reached. When energy is suddenly 

dumped into a silicon device in the form of an ESD impulse, the heating of the 

silicon is inherently uneven. A small area of the junction will absorb current and 

heat up, causing its resistivity to drop sharply. Once heating is taking place the small 

area becomes effectively thermally isolated from its surroundings because the 

thermal conductivity of the silicon decreases. This effect is a positive feedback 

mechanism resulting in damage to the device known variously as a punchthrough or 

a meltthrough. 

2.2 ESD/EOS Induced-Failure Mode and Mechanism 

Electrical overstress (EOS) is defined as damage to a product caused by 

exceeding maximum ratings. EOS usually leads to catastrophic damages in 

integrated circuits resulting from high-energy events such as electrostatic discharge, 

electromagnetic pulses, lightning, or reversal of power and ground pins. EOS failure 

mechanisms fall into the two broad categories of thermally induced failures and 

high electric-field failures. The duration of an EOS event may be anywhere from 

less than one nanosecond to one millisecond and longer. Long EOS events can lead 

to damaged areas such as blown metal lines, cavities in the silicon, or discoloration 

of silicon due to local heating with a characteristic radius of 100um or greater. This 

damage leads to either a reduction in IC performance (e.g., increased leakage 

current on one or more pines) or total circuit failure [21]. 
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The region of EOS/ESD phenomena with stress times of less than one 

nanosecond up to a few hundred nanoseconds is known as electrostatic discharge 

(although EOS covers a large range of phenomena including ESD, it is common to 

refer to the time range of 100ns and less as the ESD regime and the time range 

greater than 1us as the EOS regime, with a sort of transition region from ESD to 

EOS between 100ns and 1us.) ESD is a relatively rapid, high-current event resulting 

from the high voltage created when electrostatic charges are rapidly transferred 

between bodies at different potentials. ESD usually leads to relatively subtle, 

localized damage sites. 

Two main failures can occur from ESD stress. The first one in CMOS 

technology is the danger of gate oxide dielectric breakdown due to the high voltage 

seen during ESD events. In a typical CMOS technology, the thin gates of an input 

buffer are tied directly to the input pin and thus are especially vulnerable to oxide 

breakdown. Dielectric breakdown is also of concern within the protection circuits 

since thin-gate MOS devices are commonly used. The other form of damage created 

by ESD stress is melting of material due to Joule heating which refers to the 

resistive heat generated by a current moving through an electric field. 

If the high current of an ESD event is sufficiently localized in an area of 

high electric field, second breakdown will result [22], leading to either device 

failure, i.e., shorts and opens, or the more subtle damage of increased leakage. 

Secondary breakdown is a positive-feedback process and is a well-known 

phenomenon in power devices. Dielectric failure and thermal failure are generally 

considered to be catastrophic, i.e., the IC is no longer functional after the ESD 
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stress. However, as has been noted there is another type of ESD damage referred to 

as latent damage. Latent damage consists of increased leakage current or reduced 

oxide integrity, without loss of functionality. A latent ESD failure is defined as 

“malfunction that occurs in use conditions because of earlier exposure to ESD that 

did not result in an immediately detectable discrepancy” [23]. Latent damage is 

often bake-recoverable. Low-level leakage (an increase in leakage which remains 

below the failure threshold), also referred to as soft failure, may be due to injection 

of hot carriers into the gate oxide, which would cause a threshold voltage shift, or to 

damage in the silicon resulting from localized melting, or to both. A small damage 

site could act like a high-resistance filament across a diode junction, thereby 

increasing the leakage current to a significant but non-catastrophic level. Polgreen et 

al. [24] found this to be true for MOSFETs with pulse widths below a certain critical 

value. They postulated that a certain amount of total current is needed to cause 

widespread device damage. Extensive damage will not occur until the device is 

driven deeper into second breakdown by being stressed with a higher current. 

During pulsed overstress, carriers are generated by avalanche multiplication. 

This thermally driven impact generation process occurs much faster than carrier 

generation during normal device operation. Thermal propagation is relatively slow 

compared to the avalanche breakdown mechanism, confining the heat generated to a 

small region of the device. Taken together, this results in current filamentation, 

shown in Figure 2.3.  With repeated pulsing, a hot spot will develop because heat is 

being generated faster at the generation site than it can be dissipated.  
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In bipolar transistors, the base injection no longer controls the collector 

current, and the device is in thermal runaway. The mobility decreases with impurity 

concentration and decreases with increasing temperature. Depending on circuit 

conditions, the hot spot may also quickly develop temperatures at which the 

aluminum and silicon form an alloy, and the device is quickly shorted and 

destroyed. 

Fused metal

Silicon melting

Fused metal

Silicon melting  

Figure 2.3 Cross sectional drawing of ESD damage in bipolar structures [25] 
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Figure 2.4 Cross sectional drawing of ESD damage in MOS structures [25] 
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Figure 2.3 and Figure 2.4 show simplified cross-sectional drawings of 

bipolar and MOS structures. Typical failure mechanisms are superimposed on these 

illustrations. Surface breakdown generally occurs when the rise time of the ESD 

pulse is short enough to break down the junction, usually just beneath the oxide, 

before thermal secondary breakdown can occur. Surface breakdown can also occur 

when the voltage is high enough to bridge a gap between two metal lines, on the 

device surface. This is gaseous arc breakdown.  

2.3 ESD Test Models 

The electrostatic discharge problem has been elusive to investigators in more 

ways than just the subtle nature of the damage involved. Sometimes more puzzling 

are questions concerning the path of the transient and the original source of the 

energy or voltage involved. Initial realizations of the possibility of damage to 

susceptible parts from ESD were restricted to the human body as the source. Thus 

HBM model has been addressed longer than others. 

Although present integrated circuit designs include ESD protection circuitry, 

the effectiveness of this protection must be determined in a manner which will 

ensure its effectiveness in the "real world" if the part is to meet the reliability 

requirements of the application. ESD has been studied for some time, and there is 

reasonable agreement on three models for this phenomenon: The human body 

model (HBM), machine model (MM), and charged device model (CDM).  
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Human Body Model (HBM) [18] 

 

Under various conditions, the human body can be charged with electrical 

energy and transfer that charge to a semiconductor device through normal handling 

or assembly operations. To evaluate the effectiveness of the protection circuitry in 

 
Figure 2.5 HBM ESD waveform at 500 V, short circuit [26] 

 

Figure 2.6 HBM test circuit [26] 
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an integrated circuit, HBM ESD testing is performed. This HBM pulse is intended 

to simulate the human body type ESD conditions the part would experience during 

normal usage. The ESD testing is also used to determine the immunity or 

susceptibility level of a system or part to the HBM ESD event. Several different 

Human Body Model (HBM) ESD simulation circuits and pulse waveforms exist, 

including Military Standard MIL-STD 883C, International Electrotechnical 

Commission (IEC) 801-2, and JEDEC Standards. 

When two objects come in contact with each other, the triboelectric action 

between them can generate an electrical energy charge that initiates an ESD event. 

The sudden release of generated charge in an object or person can produce 

extremely high voltages, currents, and electromagnetic fields that can result in 

malfunction, altering of device parameters, or even destruction of silicon junctions. 

In an ESD event, the human body can reportedly generate static charge levels as 

high as 15,000 volts by simply walking across a carpeted floor and 5,000 volts by 

walking across a linoleum floor. The potential difference between a charged human 

body and an object retaining an insignificant charge can range from a few hundred 

volts to as high as 30,000 volts. When a charged individual comes in contact with a 

device or system, a transfer of the stored energy occurs to the device or through the 

device to ground.  

The typical ESD event has a fast, high current peak followed by a lower, 

more slowly decaying current pulse. The total energy in an ESD event can be tens of 

millijoules with time constants measured in picoseconds and several kilowatts of 

power. With this amount of energy available, it is quite evident how a single ESD 
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event can result in a device failure or possibly initiate a device weakness that can 

cause failure with continued use. 

Recent research on human body ESD events shows that discharge pulses 

with fast rise times, on the order of 1 nanosecond or less, are the most disruptive to 

the normal operation of electronic equipment. Therefore, ESD test systems using a 

fast rise time pulse will more accurately simulate the human body discharge events 

frequently encountered. Measurement of these parameters has been difficult due 

primarily to the short time interval, large potential differences, and the measurement 

bandwidth required to capture both the amplitude and frequency characteristics of 

the ESD event. These limitations may cloud the issues of ESD susceptibility levels 

and environmental factors which may protect or damage electronic devices. 

The simplest human body ESD model is the series RLC circuit shown in 

figure above in which the R corresponds to the body resistance, L is the 

corresponding body inductance, and C is the capacitance of the body with respect to 

its surroundings. The body inductance is often neglected, as in MIL-STD 883C, 

while a body capacitance of 100 to 250 pF and body resistance of 1000 to 2000 

ohms is generally used.  

 

Machine Model (MM) [19] 

 

The Machine Model is designed to simulate a machine (test equipment, 

furniture, etc.) discharging accumulated static charge through a device to ground. It 
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comprises a series RC network of a 200-pF capacitor, a resistor of approximately 

8.5 W, and an inductor of approximately 0.5 mH.  

 

Figure 2.7 Machine model waveform at 500 V, short circuit [26] 

 

 

Figure 2.8 MM ESD test circuit [28] 

 
 

The equivalent circuit diagram and typical waveform of MM ESD event are 

shown in Figure 2.7 and Figure 2.8. This circuit is used to replicate machine ESD 
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events in semiconductor devices. Usually, a commercial IC is requested to sustain at 

least 200 V MM ESD stress. A 200 V MM ESD event can generate an ESD current 

peak of up to 3.5A with a rise time up to 10ns. The ESD damage to an IC caused by  

MM ESD stress is similar to that caused by HBM ESD stress, but it occurs at a 

significantly lower voltage. Typically, the ratio between HBM ESD robustness and 

MM ESD robustness of the same IC product is about 8~12. But little research has 

been done to correlate both ESD test models. 

The primary MM standards are known as JEDEC EIA/JESD22-A115-A and 

ESDA STM 5.2-1999. The JEDEC EIA/JESD22-A115-A was developed and 

released in 1994 for eliminating flaws in the EIAJ test method. The ESDA ESD 

STM 5.2 1999 was developed in early 90’s. Recently, the ESDA MM device testing 

working group reviewed the results of additional round-robin testing using a 

reduced number of pulses per stress level (1 pulse instead of 5). The results obtained 

thus far reveal inconsistent failure thresholds. Further investigation into waveform 

parameters revealed large variations while meeting standard requirements. 

 

Charged Device Model (CDM) [20] 

 

In 1974, Speakman [27] proposed the possibility of destroying an electronic 

part, such as an integrated circuit, by rapid discharge of accumulated static on a 

part’s own body. This type of failure has since been called the charged device model 

(CDM) failure. The CDM ESD test is schematically drawn with the device in Figure 

2.9 and a typical waveform is shown in Figure 2.10. In this CDM ESD event, the 
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ESD static charges are initially stored in the body of a floating IC. Most of the CDM 

charges are initially stored in the body of an IC device.  

 

 

Figure 2.9 CDM ESD test setup 
 

 

Figure 2.10 Typical current waveform from CDM 

 

When some pin of this charged IC is touched by an external ground, the 

stored charged will be discharged from the inside of the IC to the outside ground. In 

the CDM ESD test setup (Figure 2.9), the IC is initially charged by the field-induced 

method without the socket, and then discharged through a grounded metal probe. 
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The IC is initially charged by the direct connection to the high voltage source 

through the IC socket, and then discharge through the switch and the socket of the 

tester to ground. Usually a commercial IC is requested to sustain at least 1 kV CDM 

ESD stress. The typical 1 kV CDM ESD event from a charged IC (with an 

equivalent 4pF capacitance to ground) can generate a current peak as high as 15A 

within a rise time of only around 200ps. With such a large ESD current and so fast a 

transition time, the I/O devices in CMOS IC’s are totally destroyed by such ESD 

currents [28]. The primary CDM standards are ESDA STM 5.3.1-1999 and 

JESD22-C101A. The original CDM waveform and subsequent test system was 

designed by Bossard [29] in 1980. This architecture and waveform was the basis for 

the development of the JESD22-C101-A. Besides, the ESDA began development on 

its own method (ESD STM 5.3.1 & ESD STM 5.3.2). 

 

Limitation of present ESD test methods 

 

A discrepancy appears to exist between reality, measured reality, and 

common practice as defined in some industry specifications. We feel a universally 

accepted specification defining the actual ESD waveform is not presently available 

due to various factors including: 

1. The non-uniform conditions involved in the ESD environment. 

2. The unpredictable circumstances of the ESD event. 

3. The constant improvement in test equipment used to study the ESD event. 
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4. Supplier community resistance to adopting new standards that would  

     indicate some currently used protection circuits are inadequate. 

5. Lack of a standardized procedure for capturing the ESD event. Some 

procedures use measurement techniques that are not capable of capturing the high 

frequency content or fast rise time of the waveform. 

Previous investigations into ESD testing have resulted in two conflicting 

philosophies. One philosophy states, "The test procedure must look like a human 

ESD spark...including all variability observed in natural ESD phenomena". The 

second testing philosophy is to choose a representative waveform from the range of 

likely ESD events and generate an instrumentation approach to ESD testing. This 

latter ESD testing philosophy employs test systems designed to produce a consistent 

and repeatable ESD waveform. 

The difficulty with ESD test systems has been the inability to deliver the 

relatively fast risetime associated with the surface charge stored on the human body. 

Many test systems incorporate lumped time constant circuitry and are plagued by 

parasitic inductance, resistance, and capacitance of the various components. These 

parasitics can greatly affect the response of the ESD test system and therefore result 

in invalid ESD event rise times. The measured rise times are also limited by the 

capabilities of the measurement equipment used to capture the ESD event 

waveform. When the MIL-STD 883C testing procedure was released in 1989, the 

risetime stated as less than 10 ns may have been accurate for the type of equipment 

available for waveform verification. Measurement equipment presently available is 
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capable of detecting and capturing ESD waveforms with rise times as fast as a few 

hundred picoseconds [30]. 

 

Other models 

 

The socketed CDM (SCDM) test method is basically similar to CDM. This 

model simulates a charged IC coming into contact with a low impedance conductive 

surface. The device under test is placed in a socket, charged from a high-voltage 

source, and then discharged. The SCDM test enhances the package parasitics by 

placing the device in a socket, mounted on a test fixture board, and connected via 

pogo pins to a relay switching matrix. Since the device itself is not in intimate 

contact with a ground plane, the stored energy is located on the tester components, 

associated with wiring, and to a much less degree, is located in the device socket 

[31]. 

The field induced charged device model (FCDM) is also known as indirect 

ESD. This type of ESD is not completely characterized, but it is generated by an 

electrostatic field, which is created by the discharge of an ESD pulse. It is similar to 

an EMI field which can induce a voltage and current on a data or power line. The 

transient that is induced on the line or PCB trace is conducted into the IC 

component. The level of ESD induced depends upon the length of the printed circuit 

board (PCB) traces. Induced ESD effects are more PCB dependent and need to be 

characterized by circuit/system design engineers [32]. 
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ESD sensitivity classification levels 

 

A set of test procedures explained above is normally used to evaluate the 

ESD 'immunity' of a component, i.e., to evaluate the magnitude of an ESD discharge 

that a component can absorb without permanent damage.  

Different IC device technologies and different applications have different 

levels of immunity to electrical stress such as ESD and EOS. So, there needs to be a 

convenient classification to differentiate ESD-sensitive devices from those which 

are not as vulnerable to ESD. Each of the ESD models used in ESD sensitivity 

testing has its own classification system for categorizing devices according to their  

ESD sensitivity. The ESD sensitivity of a device is usually specified in terms of the 

highest ESD test voltage that it passes and the lowest ESD test voltage that it fails 

per ESD model. Thus, ESD sensitivity is often expressed as a range of ESD voltage 

Table 2.1 ESD immunity classification 
Class Voltage Range

0 < 250 volts

1A 250 volts to < 500 
volts

1B 500 volts to < 1,000 
volts

1C 1000 volts to < 2,000 
volts

2 2000 volts to < 4,000 
volts

3A 4000 volts to < 8000 
volts

3B > = 8000 volts

Class Voltage Range

M1 < 100 volts

M2 100 volts to < 200 
volts

M3 200 volts to < 400 
volts

M4 > or = 400 volts

Class Voltage Range

C1 <125 volts

C2 125 volts to < 250 
volts

C3 250 volts to < 500 
volts

C4 500 volts to < 
1,000 volts

C5 1,000 volts to < 
1,500 volts

C6 1,500 volts to < 
2,000 volts

C7 =>2,000 volts

[ Human Body Model ] [ Machine Model ] [ Charged Device Model ]

Class Voltage Range

0 < 250 volts

1A 250 volts to < 500 
volts

1B 500 volts to < 1,000 
volts

1C 1000 volts to < 2,000 
volts

2 2000 volts to < 4,000 
volts

3A 4000 volts to < 8000 
volts

3B > = 8000 volts

Class Voltage Range

0 < 250 volts

1A 250 volts to < 500 
volts

1B 500 volts to < 1,000 
volts

1C 1000 volts to < 2,000 
volts

2 2000 volts to < 4,000 
volts

3A 4000 volts to < 8000 
volts

3B > = 8000 volts

ClassClassClass Voltage RangeVoltage RangeVoltage Range

00 < 250 volts< 250 volts

1A1A 250 volts to < 500 
volts

250 volts to < 500 
volts

1B1B 500 volts to < 1,000 
volts

500 volts to < 1,000 
volts

1C1C 1000 volts to < 2,000 
volts

1000 volts to < 2,000 
volts

22 2000 volts to < 4,000 
volts

2000 volts to < 4,000 
volts

3A3A 4000 volts to < 8000 
volts

4000 volts to < 8000 
volts

3B3B > = 8000 volts> = 8000 volts

Class Voltage Range

M1 < 100 volts

M2 100 volts to < 200 
volts

M3 200 volts to < 400 
volts

M4 > or = 400 volts

Class Voltage Range

M1 < 100 volts

M2 100 volts to < 200 
volts

M3 200 volts to < 400 
volts

M4 > or = 400 volts

ClassClassClass Voltage RangeVoltage RangeVoltage Range

M1M1 < 100 volts< 100 volts

M2M2 100 volts to < 200 
volts

100 volts to < 200 
volts

M3M3 200 volts to < 400 
volts

200 volts to < 400 
volts

M4M4 > or = 400 volts> or = 400 volts

Class Voltage Range

C1 <125 volts

C2 125 volts to < 250 
volts

C3 250 volts to < 500 
volts

C4 500 volts to < 
1,000 volts

C5 1,000 volts to < 
1,500 volts

C6 1,500 volts to < 
2,000 volts

C7 =>2,000 volts

Class Voltage Range

C1 <125 volts

C2 125 volts to < 250 
volts

C3 250 volts to < 500 
volts

C4 500 volts to < 
1,000 volts

C5 1,000 volts to < 
1,500 volts

C6 1,500 volts to < 
2,000 volts

C7 =>2,000 volts

ClassClassClass Voltage RangeVoltage RangeVoltage Range

C1C1 <125 volts<125 volts

C2C2 125 volts to < 250 
volts

125 volts to < 250 
volts

C3C3 250 volts to < 500 
volts

250 volts to < 500 
volts

C4C4 500 volts to < 
1,000 volts

500 volts to < 
1,000 volts

C5C5 1,000 volts to < 
1,500 volts

1,000 volts to < 
1,500 volts

C6C6 1,500 volts to < 
2,000 volts

1,500 volts to < 
2,000 volts

C7C7 =>2,000 volts=>2,000 volts

[ Human Body Model ] [ Machine Model ] [ Charged Device Model ]  
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that a device can safely be subjected to for each of the ESD models.  Table 2.1 

presents the ESD sensitivity classification levels defined by the ESD Association for 

each ESD model. This type of device classification has several advantages. First, it 

can provide some information about the level of ESD protection that is required for 

the specific components and also it allows easy grouping and comparison of IC 

components based on their ESD sensitivity. 
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3. OBJECTIVES AND OUTLINE OF THIS THESIS 

The objective of this study is to clarify ESD/EOS events experimentally and 

theoretically and their effects on non-silicon semiconductor devices (GaAs and SiGe 

devices) due to the high voltage and current. In order to study ESD/EOS 

phenomena, extensive experiments would have been conducted, and an analytical 

model for failure on IC devices will be developed. The specific experimental and 

modeling objectives of this dissertation are to research some key questions. The 

questions are listed below. 

 

1. Can one differentiate ESD and EOS induced failures and develop a root 

cause analysis process to assess ESD/EOS induced field failures? 

2. Are there differences in the failure signatures, based on the ESD models for 

non-silicon IC devices? 

3. Can one reproduce field failures by EOS and several ESD test models? 

4. What is the latent damage effect on GaAs MESFET devices?  

5. Is there an acceptable model for failures caused by ESD conditions?  

 

Chapter 1 and 2 presents a general overview of the characterization of the 

ESD and EOS phenomena as preliminary information for better understanding of 

this dissertation. The generation of ESD, the effect of ESD on electronics, type of 

ESD-induced failure mode and mechanisms are provided. A brief overview of ESD 

test models for replicating real ESD is presented as well. 
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Chapter 4 and chapter 5 addresses characterization and analysis for the 

failures caused by ESD/EOS and field returned devices. The detailed procedure for 

root cause analysis is documented with two case studies for SiGe and GaAs device. 

The failure site and signature resulting from different stress conditions are also 

documented and compared with those of field failures 

 

In chapter 6, the effect of latent damage on GaAs devices is evaluated. 

Experimental procedures and electrical/physical characteristics after low-level ESD 

stress are presented. The difference of failure signatures resulting from different 

electrical stress levels through a detailed failure analysis is also documented. The 

effect of ESD stress below the threshold of hard failure to the susceptibility of the 

device to subsequent electrical overstress is also presented. The failure signatures 

from various types of ESD, EOS, and EOS-ESD combined stress are presented as 

well and a possible screening method is proposed. 

 

An application and development of an ESD failure model using a thermal 

RC network to predict the power-to-failure level is presented in chapter 7, starting 

with a general discussion of the development procedure of the analytical model. A 

review of some previous prediction work and their comparison is also given. The 

effect of device parameters and power-to-failure comparison are also evaluated 

using a numerical model. Based on the analytical prediction model developed, the 
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correlation of HBM ESD stress and square wave pulse is presented and the issue of 

HBM equivalent square wave pulse duration is discussed. 
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4. FAILURE ANALYSIS AND ESD EVALUATION 

OF SiGe OPAMPS 

In this chapter, Silicon-Germanium (SiGe) BiCMOS RF OpAmp devices 

have been investigated for electrostatic discharge (ESD) evaluation. ESD evaluation 

is particularly important in high-frequency RF wireless applications because the 

ESD immunity level in RF devices is comparatively lower than other devices. Also, 

application of ESD protection circuits or components for RF devices is not simple 

due to their unique characteristics.  

During this evaluation, the human body model, machine model, and charged 

device model electrostatic discharge test models were applied to create ESD-

induced failures. Failure mode and effect analysis, visual inspection, electrical tests, 

X-ray observation, liquid crystal application, focused ion beam examination, optical 

microscopy, and scanning electron microscopy inspection were performed on ESD-

failed SiGe BiCMOS OpAmp RF devices. This study shows that the failure 

locations and damage shapes varied, depending upon how the failures are created. 

Results of failure analysis under different stress conditions are compared. 

4.1 SiGe devices and ESD 

Silicon-Germanium (SiGe) BiCMOS is a silicon technology that combines a 

high-performance heterojunction bipolar transistor (HBT) with advanced CMOS 

technology. Applications of SiGe technology are most important in microwave 
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components, RF components, high-speed data converters, and mixed signal devices. 

With SiGe technology, it will soon become practical to replace more expensive 

Gallium-Arsenide (GaAs) RF circuits with SiGe circuits having comparable 

performance at the significantly lower cost that is normally associated with silicon 

manufacturing. 

Silicon device technology is very highly developed, but still silicon does not 

offer the best mobility or saturation velocity, which are directly related to the device 

speed. In terms of material properties, Ge is one of the most promising materials for 

bipolar and CMOS devices because is offers high mobility for both electrons and 

holes (Table 4.1). But unfortunately, Ge devices will not operate over a wide 

temperature range and Ge also lacks a high-quality oxide which provides low 

manufacturability [34]. So in spite of its lower electron and hole mobility, Si has 

been more attractive. For high gain, high frequency application, GaAs or InAs 

devices are widely used as alternatives. These non-silicon devices offer the 

combination of high electron mobility- greater than Si devices.  

In SiGe technology, to enhance the device performance, Ge is selectively  

Table 4.1 Properties of semiconductor materials [34]-[36] 

Semiconductor 
materials Band gap (eV) Mobility 

µn[cm2/Vsec] 
Mobility 

µp[cm2/Vsec] 

Ge 0.66 3900 1900 

Si 1.12 1360 465 

GaAs 1.42 8500 400 

InAs 0.35 20000 100 

SiGe 0.66~1.12 1360~3900 465~1900 
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introduced into the base region of the transistor. The smaller base bandgap of SiGe 

compared to Si enhances electron injection, producing a higher current gain for the 

same base doping level compared to a Si device. As shown in Figure 4.1 (a), 

compared to a Si device, a SiGe device has better characteristics of high speed and 

low power consumption which means it is more suitable for high speed RF 

applications. For example, A SiGe transistor has up to 1.5 times higher peak 

frequency and up to 7 times lower power consumption for the same frequency as 

compared to a silicon based transistor [35]. One more advantage of a SiGe device is 

its cost. As shown Figure 4.1(b), the cost of a chip in SiGe is comparable to that of 

Si devices and performance of SiGe devices is comparable to GaAs devices which 

is essential in applications where a particular circuit function cannot be 

accomplished with silicon devices [36]. So SiGe devices are aimed at replacing 

silicon devices in RF and microwave components. A heterojunction bipolar 

transistor with SiGe technology was first demonstrated in 1988. The Si/SiGe system 

was developed using molecular beam epitaxy [37]-[39]. Molecular beam epitaxy 

 
Figure 4.1 Advantages of SiGe devices 
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(MBE) is a controlled thermal evaporation process under ultrahigh vacuum 

conditions where a substrate is held in high vacuum while molecular or atomic 

beams of the constituents impinge on its surface. 

Products utilizing SiGe technology undergo essentially the same product 

reliability stressing as products using bulk Si. Typical reliability test activities 

include high temperature operating life (HTOL) at 125 oC for 1000 hours, with DC 

and functional tests performed at 0 and 1000 hours. ESD testing is also included for 

both the human body model and charged device model; latch-up characterization is 

also completed [40]. 

With the increased volume and growth in the applications that use SiGe 

BiCMOS devices, the ESD sensitivity characterization of SiGe BiCMOS devices 

has become more important [41]. ESD evaluation is particularly important in high-

frequency RF wireless applications. This is because damage from ESD/EOS is 

usually caused by localized overheating, which implies ESD robustness of devices 

is a strong function of the material melting temperature and thermal conductivity. 

Due to the low thermal conductivity and low melting temperature of SiGe, SiGe 

devices are more sensitive to ESD than Si devices. Furthermore, application of ESD 

protection circuit or components for RF devices is not simple due to its own unique 

characteristics. In this study, HBM, MM, and CDM testing for an epitaxial base 

SiGe device were carried out on all possible pin connections in order to duplicate 

ESD failures. 
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4.2 Wideband Fixed-Gain Amplifiers 

The test devices used in this study are a set of wideband, fixed gain 

amplifiers that offer high bandwidth, high slew rate, low noise, and low distortion. 

This combination of specifications enables analog designers to overcome current 

performance limitations and process analog signals at much higher speeds than 

previously possible with closed loop, complementary amplifier designs. The devices 

are offered in a 16-pin leadless package as shown in Figure 4.2, and incorporate a 

power-down mode for quiescent power saving. 

This device is fixed gain OpAmps manufactured by BiCMOS-III process, a 

SiGe based manufacturing process integrating bipolar, CMOS and passive 

components. The BiCMOS process integrates both npn and pnp type bipolar 

 
Figure 4.2 Pin assignments and top view) 
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Table 4.2 Features, applications, and device data 

 
Table 4.3 Absolute maximum ratings  

Supply Voltage, VS 6V 

Input voltage, VI ±VS 

Output current, IO 200MA 

Maximum junction temperature, TJ 150oC 

Operating free-air temperature range, TA -40oC to 85oC 

Storage temperature range, Tstg -65oC to 150oC 

Lead temperature 1.6 mm (1/16 inch) from case for 10 
seconds 300oC 

 
Table 4.4 Recommended operating conditions  

 Min Max Unit 

Dual Supply ±1.5 ±2.5 
Supply voltage (VS+ and VS-) 

Single Supply 3 5 
V 

Input common-mode voltage range VS-+1 VS+-1  

 

THS4302 Features Applications for THS4302 Device Data 

Fixed Gain Closed Loop 
Amplifiers 

Gain: +5 V/V (14dB) 

Wide Bandwidth: 2.4GHz 

High Slew Rate: 5500V/µs 

High Output Drive: ±180 mA 

Power Supply Voltage: +3 V 
or +5 V 

Wideband signal 
processing 
Wireless transceivers 
IF amplifier  
ADC preamplifier 
DAC Output buffers 
Test, Measurement, and 
instrumentation 
Medical and Industrial 
imaging 

Die Name: RTHS4302IM 
Die Size: 53x53 
Wafer Fab: TID 
Assembly site: CAR 
Pins/Package: 16/RGT 
Mold compound: SUM EME-
7730LF 
Technology: BiCOM-III 
1st metal: TiN/AlCu0.5% 
2nd metal: TiN/AlCu0.5% 
3rd metal: TiN/AlCu0.5% 
L/F material: Copper 
L/F finish: Solder Plate 
Die Mount: ABL 2600BT 
Bond Wire: 1.0mil Au, TS 
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transistors, achieving a three times speed increase and upto 50% noise reduction for 

OpAmps and other high-performance mixed signal products. This process allows 

analog components to operate at 100MHz with a distortion level of 100dB [42]. 

These parts are COTS (commercial-off-the-shelf) parts. Table 4.2 gives a summary 

of various features of OpAmps, applications and device data, and Table 4.3 and 

Table 4.4show absolute maximum ratings and recommended operating conditions 

for this device. 

4.3 ESD test and electrical characterization 

The nine test devices were subjected to ESD exposure for the purpose of 

evaluation. Test models used for ESD testing were HBM, MM, and CDM. The ESD 

test involved “step stress test,” whereby the zapping voltage level is increased by 

500 V in HBM and CDM and by 50 V in MM until the components exhibit 

electrical malfunctions such as open, short, or parametric shift. In each voltage step, 

electrical characteristics are verified and compared with those of the good devices 

(test standards from MIL and JEDEC specify 1,000 V in HBM and CDM and 100 V 

in MM [18]-[20]). 

The devices (sample numbers 11 to 19 were used for ESD testing) were split 

into three groups for the three models: three devices for HBM, three devices for 

MM, and three devices for CDM. All possible pin connections were used for test pin 

connections. The number of discharges was five in each voltage step. The discharge 

off interval was 1 second in HBM and MM and 0.5 second in CDM. The discharge 
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activity ended when the electrical malfunction appeared. All failure was noticed 

when discharging stress was applied between VS+ and VS-. Table 4.5 shows ESD 

test details. 

Table 4.5 ESD failure threshold test results 

Test Condition Sample 
Number 

ESD Failure Threshold 
Voltage (V) 

18 4000 

13 4500 HBM EIAJ/JESD22-
A114B, 100pF 

12 4000 

15 300 

16 300 MM EIAJ/JESD22-
A115A, 200pF 

17 250 

14 2000 

19 1500 CDM EIAJ/JESD22-
C101-A 

11 1500 
 

An HP 4156A Semiconductor Parameter Analyzer and an Agilent Low-

Leakage Switch Mainframe were used to obtain DC characteristics of these devices. 

Measurements were performed on 20 SiGe based OpAmps before and after the ESD 

stress, and the results of these electrical parameter measurements are shown in 

Table 4.6. Electrical parameters measured while obtaining DC characteristics of 

THS4302 were: 

• Input offset current (IOSP)  

• Input offset voltage (VOS) 

• Open loop voltage gain (AOL) 

• Supply current (IPS) 
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The above parameters were measured at two different values of supply 

voltage (VS): ±2.5 V and ±1.5 V. The VS+ was applied to the source monitor unit 

(SMU3) channel of the parameter analyzer, while VS- was applied to the SMU4 

channel of the parameter analyzer (Figure 4.3). The voltage monitor unit (VMU1) 

channel was used to measure the output voltage, and the SMU2 channel was used to 

apply the negative input voltage (VNEG) to the OpAmp. The SMU1 channel of the 

parameter analyzer was connected to ground; therefore, an inverting gain 

configuration of the OpAmp was used during the electrical testing. The circuit 

shown in Figure 4.3 was used as a test circuit for all measurements in tables and 

figures. Figure 4.4 shows a typical DC characteristics of the device with Vs=±2.5 V 

before and after ESD stress.  

The measurements of electrical parameters (DC characteristics) of sample 

numbers 11 to 19 before and after the ESD exposure are shown in Table 4.7 (see  

 

SMU1

SMU2

SMU3

SMU4

VMU1

0.1µF
0.1µF

0.1µF
0.1µF

+

_

200Ω

SMU1

SMU2

SMU3

SMU4

VMU1

0.1µF
0.1µF

0.1µF
0.1µF

+

_

200Ω

 
Figure 4.3 Test setup used for DC characteristics measurements 
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measurements for sample numbers 11 to 19 only in this table) and Table 4.7. Note 

that from these tables, sample number 15 shows similar values of most of the 

electrical parameters (VOS, AOL, and IPS) before and after the ESD exposure. 
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(a) Before ESD stress

(b) After ESD stress  
Figure 4.4 Typical DC characteristics with Vs=±2.5V before and after ESD stress 
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Table 4.6 Measurements of electrical parameters (DC characteristics) of all the 20 devices 
before being subjected to ESD stress 

Vs : ±1.5V Vs : ±2.5V Sample 
Number VOS 

(mV)  AO IOSP(µA)  IPS(mA) VOS(mV) AO IOSP(µ) IPS 
(mA) 

1 1.290 3.996 -7.14 41.02 2.865 3.994 -7.55 41.33 
2 1.667 3.998 -6.10 41.11 3.063 3.997 -6.49 41.39 
3 1.941 3.999 -6.32 41.17 3.357 3.997 -6.72 41.45 
4 0.134 3.999 -6.23 41.01 1.559 3.997 -6.62 41.29 
5 2.158 3.998 -6.22 41.19 3.652 3.996 -6.60 41.50 
6 2.169 4.000 -6.26 41.21 3.623 3.998 -6.66 41.50 
7 1.201 4.002 -6.84 41.03 2.609 4.000 -7.26 41.31 
8 0.161 3.997 -6.64 40.99 1.650 3.995 -7.03 41.30 
9 0.980 4.002 -6.67 40.98 2.437 4.000 -7.09 41.27 

10 1.999 3.996 -6.77 41.16 3.512 3.994 -7.19 41.47 
11 2.168 4.003 -5.90 41.22 3.584 4.000 -6.27 41.51 
12 0.342 3.996 -6.71 40.83 1.862 3.993 -7.10 41.33 
13 1.057 4.002 -6.46 41.00 2.507 4.000 -6.86 41.29 
14 1.886 3.997 -8.24 41.14 3.428 3.995 -8.71 41.45 
15 1.596 4.002 -6.50 41.11 3.049 4.000 -6.91 41.40 
16 2.062 3.999 -6.00 41.19 3.539 3.996 -6.39 41.48 
17 1.493 4.001 -6.59 41.08 2.934 3.999 -7.00 41.37 
18 1.258 4.001 -6.50 41.03 2.746 3.998 -6.89 41.33 
19 0.505 4.001 -6.71 40.88 1.978 3.998 -7.12 41.38 
20 1.405 4.000 -6.23 41.06 2.887 3.998 -6.60 41.35 

 

Table 4.7 Electrical parameters (DC characteristics) measured after ESD exposure 

Vs : ±1.5V Vs : ±2.5V Sample 
Number VOS (mV) AO IOSP(µA) IPS(mA) VOS(mV) AO IOSP(µA) IPS (mA) 

ESD 
Model 

11 -100.000 ∞ -10,000 -4.476 100.000 ∞ -10,000 -15.929 CDM 

12 26.186 2.282 -6.08 41.043 72.612 0.625 -6.66 29.280 HBM 

13 99.000 ∞ -10,000 -5.769 -100.000 ∞ -10,000 -52.005 HBM 

14 -100.000 ∞ -10,000 55.188 -100.000 ∞ 10,000 100.848 CDM 

15 2.421 4.000 -1,000 41.259 4.778 3.979 -1,000 41.685 MM 

16 10.703 0.857 -6.10 29.335 93.369 0.565 -6.90 29.328 MM 

17 -100.000 ∞ -10,000 50.676 -83.000 ∞ -10,000 50.623 MM 

18 97.000 ∞ -0.389 -5.840 65.984 7.194 40.4 68.979 HBM 

19 96.000 ∞ -10,000 -0.622 -67.000 ∞ -10,000 12.744 CDM 
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4.4 Failure analysis results 

Once ESD testing and electrical characterization were completed, failure 

analysis was performed using various identification methods for failure detection 

and location. It included visual inspection for anomalies; and X-ray, optical 

microscopy, and scanning electron microscopy (SEM) for locating the defect. 

Liquid crystal thermal imaging technique and focused ion beam (FIB) microscope 

observation were also implemented in order to detect and examine underlying 

metallization, diffusion, and passivation layers for failure sites that are not found by 

optical microscopy or SEM techniques. Detail failure analysis procedure is shown in 

Figure 4.5.  

Failure analysis procedures aim to identify the failure mode and failure 

Destructive Physical Analysis

Internal Microscopic Examination - O/M, SEMVisible Failure Modes

Documentation of Findings
(Photos Responses) Remove Metallization : Etching

Microscopic Exam. : O/M, SEM

Photo-Emission
or Liquid Crystal

Failure Mechanism Identification

Non-Visible Failure Modes

SEM Analysis O/M

ESD Simulation for good devices

Non-destructive analysis

Destructive Physical Analysis

Internal Microscopic Examination - O/M, SEMVisible Failure Modes

Documentation of Findings
(Photos Responses) Remove Metallization : Etching

Microscopic Exam. : O/M, SEM

Photo-Emission
or Liquid Crystal

Failure Mechanism Identification

Non-Visible Failure Modes

SEM Analysis O/M

ESD Simulation for good devices

Non-destructive analysis

 
Figure 4.5 Failure analysis procedure 
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location, and establish a physical signature associated with electrical failure of the 

devices. Once all experimental devices had been functionally tested, the devices 

failing the electrical testing acceptance criteria were subjected to failure analysis. 

The failing devices were then decapsulated and examined using optical microscopy, 

scanning electron microscopy and FIB techniques. Each device’s failure location 

and signature were identified and documented for each ESD test model.  

When the failure could not be located easily on the surface of the die, circuit 

analysis and failure isolation techniques were required. In this study, thermal 

imaging technique using liquid crystal was used to find the location of the failures. 

Once the failure location was identified, subsurface analysis was required to further 

reveal the damage location. A deprocessing technique was employed using reactive 

ion etching (RIE) to remove the passivation layers and intermetallic dielectric 

material. This also includes sub-micron cross-sectioning using focused ion beam 

techniques. 

 

Liquid Crystal Thermal Imaging Analysis 

Liquid crystal thermal analysis for use on a decapsulated device is 

considered to be a good technique for locating failure sites, especially for ESD 

stressed devices. The test setup is shown in Figure 4.6. This process is capable of 

detecting the abrupt temperature change on the die surface. In this process, first 

liquid crystal was applied on the die surface of the decapsulated device, and input 

voltage was directly applied to the device through the bond pads and test needles 

that were connected to the DC power supply. 
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Figure 4.6 Test set-up for liquid crystal thermal imaging analysis 

 
Figure 4.7 Liquid crystal analysis result for a good device 

(b) After input voltage applied (a) Before input voltage applied 
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This was specified in device specifications in order to duplicate actual 

electrical operating conditions. During the analysis, the die surface of the devices 

was continuously monitored using optical microscopy to detect the transient 

temperature profile. The results are shown in Figure 4.7 and Figure 4.8. In the case 

of good devices (Figure 4.7), once input voltage is applied to the device, the 

temperature of whole die almost uniformly goes up, which implies there is no 

specific area on the die surface that generates excessive heat. However, in the case 

of a failed device (Figure 4.8), the area of failure location on the die surface 

generates excessive heat, and this can be detected as a color change of the liquid 

crystal using optical microscopy. In Figure 4.8, the arrow indicates a certain region 

that generates an abnormal amount of heat, and therefore further detailed failure 

analysis should be focused on this region. Further analysis using focused ion beam 

(FIB) and environmental scanning electron microscopy (E-SEM) to find exact 

failure location will be described in the next section of this chapter.  

 

 
Figure 4.8 Liquid crystal analysis result for failed devices 

(a) Before input voltage applied (b) After input voltage applied 
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Environmental Scanning Electron Microscopy (E-SEM) and Focused Ion Beam 

(FIB) Observations 

 

FIB systems operate in a similar fashion to a SEM. Low-beam currents are 

for imaging, while high beam currents are for site specific sputtering or milling 

cutting. Advantages of FIB include high-resolution imaging, real time circuit 

modification, deprocessing of layers and cross-sectioning with resolution of 10 nm. 

Based on thermal image analysis using liquid crystal in the previous section, RIE 

and FIB techniques were used to get rid of top passivation and metallization layer of 

 
Figure 4.9 HBM ESD testing showing transient failure on ESD protection circuitry 
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the devices. Figure 4.9 shows the failure sites for HBM stressed devices observed 

using E-SEM, after deprocessing the layers of die with RIE and FIB. The sizes of 

defects were observed to be much smaller than 1 mm. The failure location was the 

ESD protection transistor area for positive power supply voltage pins and contact 

spiking failure was also observed in the ESD protection diode for positive power 

supply voltage pins.  

The same deprocessing and observation were performed for MM and CDM 

ESD stressed devices. The results are shown in Figure 4.10 and Figure 4.11. In the 

case of MM stressed device (Figure 4.10) failure location and signature were 

 
Figure 4.10 MM ESD testing showing transient failure on ESD protection circuitry 
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slightly overlapped with those of HBM stressed devices, but failure was observed in 

only the ESD protection transistor area. In CDM stress devices (Figure 4.11), the 

failure site was little bit different from those of HBM and MM stressed devices. 

Failures were found at the ESD protection circuitry for output power supply voltage 

pins and the internal circuitry of gain stage was also damaged. Failure analysis 

results were summarized in Table 4.8. 

 

 
Figure 4.11 CDM ESD testing showing transient failure on ESD protection and internal 
circuitry of the gain stage 
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Table 4.8 Characteristics of failure signatures 

 ESD test models 

 HBM MM CDM 

Failure mode Electrical malfunction 
(resistive short between power supply pins) 

Failure location 

ESD protection 
transistor and diode area 
for input power supply 
voltage pins 

Only ESD protection 
transistor area for 
input power supply 
voltage pins 

ESD protection 
transistor area for 
output power supply 
voltage pins and 
gain stage of internal 
circuitry 

Failure signature 
Junction burnout, gate 
oxide damage, contact 
spiking 

Junction burnout, 
gate oxide damage 

Junction burnout, 
gate oxide damage 

4.5 Discussions and conclusions 

The evaluation tests for the ESD failures show the main failure modes were 

electrical malfunction and parametric shifts in device characteristics. The current/ 

voltage relationship before and after the ESD stress shows short circuit type failure 

between supply voltage pins (VS+/VS-, positive and negative supply voltage pin). 

Even though an identical level of ESD voltage was applied to all the possible pin 

connections, no electrical degradation was found from the current voltage curve of 

other pin connections in ESD stressed devices. This indicates that the supply voltage 

pins are most sensitive to the ESD stress in this device, regardless of the type of 

applied ESD test models. 

The failure signatures and locations slightly overlap between HBM and MM 

stressed devices. The failures from both test models show the failure on the ESD 
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protection circuitry for input supply voltage pins. But three different ESD test 

models produced somewhat different failure locations and signatures on the same 

device. After decapsulation and deprocessing by using reactive ion etching (RIE), 

the physical failures could be seen as pits or melted junction failures. In terms of the 

location, all failures resulting from HBM occurred in the protection transistor region 

between supply voltage pins and no failure signature was found in the input and 

output stages of the internal circuitry. In the case of MM ESD stress, similar but 

little bit more severe failure happens same transistor area. But unlike HBM stress no 

failure was observed in diode area. Failure occurs in only ESD protection transistor 

area. On the other hand, CDM ESD stress caused damage both in the supply voltage 

protection circuitry and internal gain stage of the circuitry. CDM stressed devices 

showed more severe and localized catastrophic failure in different regions, as 

compared to those in the case of HBM and MM stressed devices.  

Through ESD failure threshold test and failure analysis, I showed different 

ESD test models caused different failure location and signatures. This difference can 

be explained like this. ESD protection elements are triggered by transient input 

voltage or current depending on the type of protection structures and all protection 

circuitry has their own triggering times. Usually, transistor protection circuit has 

faster triggering time than diode and different ESD pulses have different speed, 

which means different pulse duration. HBM pulse has around 10 ns rise time MM 

pulse has 5 ns rise time. CDM has much faster so, it has less than 1ns.  

The comparatively slow HBM pulse has been detected by both of ESD 

protection diode and transistor, so both protection circuits failed. But in case of little 
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bit faster MM pulse, it is not detected by protection diode; it is only detected by 

protection transistor. But much faster CDM pulse goes into the internal circuitry 

without triggering both of protection circuitry.  

So it shows that different speed of different ESD models caused different 

failure location and signatures in the same devices and it is due to the different pulse 

duration of the different ESD test models. This phenomenon needs to be considered 

for the protection circuit design and root cause analysis for field failures. 

 
Figure 4.12 ESD paths through the internal circuit 

 

In general, HBM-like events tend to damage the protection circuit (input 

buffer), while the majority of CDM failures tend to occur beyond the protection 

circuit, which is partly due to the nature of CDM. Due to the rapid sub-nanosecond 

rise time (usually less than 0.5 ns), protection devices may not be able to turn-on 
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and clamp the discharge voltage to a safe level before internal circuitry is damaged. 

So, the ESD protection circuit for this particular device is not effective for CDM 

ESD stress or CDM-like rapid electrical stress. Figure 4.12 shows ESD protection 

circuitry and their locations for this device. 

All ESD failure showed multiple damage sites on the device. A possible 

explanation for this effect is that undetectable damage was generated before the 

ESD voltage level went up to the hard threshold voltage, where the catastrophic 

failure of the device occurred. 

SiGe OpAmps, which are based on the BiCOM technology, were subjected 

to ESD testing and failure analysis. This study demonstrates the potential of 

physical failure analysis to reveal the subtle ESD failure location and signatures, as 

it is very difficult to distinguish failures from failure mode and electrical 

characteristic data of each ESD test model. The findings of this study are; 

• The failure mode of all ESD stressed devices was electrical parametric 

degradation caused by short circuits. 

• Supply voltage pins are most sensitive to the ESD stress in this device, 

regardless of the type of applied ESD test models. 

• Based on physical failure analysis, failure locations match with protection 

circuitry between power supply pins. 

• HBM and MM stressed devices show different location and signature in the 

same supply voltage protection circuitry. 

• CDM stress causes damage in both supply voltage protection circuitry and 

internal gain stage of the circuitry. 
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• All types of ESD test models caused multiple damage signatures on the devices. 
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5. INVESTIGATION OF FIELD FAILURES AND 

FAILURES CAUSED BY EOS AND ESD IN GAAS 

MMIC 

In this chapter, the results of failure mode and effect analysis, visual 

inspection, electrical test, X-ray inspection, optical microscopy and scanning 

electron microscopy analysis are presented on failed GaAs MMIC voltage variable 

absorptive attenuators. Human body model (HBM) and machine model (MM) 

electrostatic discharge tests and electrical overstress test were performed to replicate 

the failure and correlated with each other. ESD and EOS tested and field failed 

devices have shown distinctive failure characteristics such as damage sites and 

severity in accordance with controlled test conditions. 

5.1 GaAs devices and ESD 

As the high speed wired communication, wireless network, high-speed test 

equipment, and magnetic recording industries are growing rapidly, advanced 

semiconductors, such as gallium arsenide (GaAs), indium Phosphide and silicon 

germanium carbon technologies are playing a more significant role. GaAs 

monolithic microwave ICs (MMICs) are integrated structures, which contain planar 

transmission lines, distributed elements, and active devices on the same substrate. 

Unlike silicon-based technology, GaAs substrates have no dielectric oxide layer due 

to their semi-insulating nature and gold or gold-based alloys, such as AuGeNi are 
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materials for metallization on the device [43]. So, it is not practical to build 

MOSFETs on GaAs substrates. Hence the MESFET is the most common active 

device in the GaAs IC industry. MMICs are commonly used in telecommunication 

products, TV receivers for satellite broadcasting, and in radar and navigation 

systems.  

A number of publications have addressed the ESD sensitivity of GaAs 

devices and they are more sensitive to ESD than silicon devices [44]-[46]. GaAs is 

gaining acceptance as another standard material for IC devices, because the high 

electron mobility compared to silicon enhances the performance of the device [47] 

and is more applicable to high performance devices. However, GaAs devices have 

lower thermal conductivity than silicon and ESD/EOS damage appears from 

semiconductor melting caused by localized overheating. So, ESD robustness of 

devices is a strong function of the material melting temperature, and thermal 

conductivity [48]. Due to the low thermal conductivity and low melting temperature 

of GaAs, GaAs devices are more sensitive to ESD than Si or SiGe devices. The low 

conductivity of GaAs devices may impose additional thermal considerations. But 

ESD robustness depends on feature size, process maturity and other parameters (not 

only material properties).  Additionally, the temperature dependence of material 

properties needs to be considered to explain ESD characteristics. For example, the 

thermal conductivity of GaAs is less than half of Si and it decreases with 

temperature approximately to –1.29 power (silicon changes at about the –1 power). 

This relationship implies that if circuits with identical power densities were 
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constructed from GaAs and Si, the GaAs device would get hotter than Si and the 

generated heat can be easily concentrated in a smaller region. 

5.2 Experimental approach 

Controlled failure production through simulation could be the easiest way to 

quantify root causes of failure due to ESD. In this study, a commercially available 

simulator will be used to create HBM, MM, and CDM ESD damages. The testing 

approach will attempt to reproduce the damage of ESD failure and quantify the 
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Figure 5.1 Flowchart of failure analysis process 
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failing ESD voltage conditions and number of strokes through execution of the test. 

The analysis process is shown in Figure 5.1. Firstly, for the field failed devices, non-

destructive failure analysis including visual inspection and electrical 

characterization. Based on the non-destructive analysis results, the failure mode will 

be identified and possible failure mechanisms will be hypothesized. Destructive 

analysis such as decapsulation, optical microscopy, and SEM observation will be 

followed with devices failing the electrical testing criteria with the help of various 

identification methods for failure location and damage shape. Once the failure 

analysis for field failed devices is finished, the same analysis procedure will be 

applied to ESD stressed and EOS stressed devices and the comparison results from 

different stress conditions will give us information about the root cause of field 

failures and also provide a valuable reference tool for the failure analyst tasked with  
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Figure 5.2 Schematic circuit of the device 
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a transient event resulting in ESD and EOS failures. 

The test device used for this study is an AT-110, a voltage absorptive 

attenuator manufactured by MACOM based on GaAs MMIC technology. The 

schematic circuit of this device is shown in Figure 5.2. 

In order to insure proper simulation and repeatable ESD results, simulator 

waveform performance will be verified with standard procedures outlined in the 

ESD Association EIAJ/JEDEC 22-A114B HBM and A115A MM ESD 

specifications and C101A CDM ESD specification. HBM simulation was performed 

with three GaAs MMICs in a preliminary study. The devices had no power applied 

during ESD testing. The result of the analysis was documented and kept in a 

database. In this study, not only HBM but also MM and CDM were simulated in 

accordance with different peak voltages and numbers of application. The 

combination of these models and continuous model applications are also interested 

for further analysis. 

In order to analyze the failures associated with EOS, four unused (good) 

devices were subjected to a DC voltage applied between Vcc and ground pin and Vc 

and ground pins. Electrical characteristics of the devices were analyzed by I-V 

curve tracer after EOS test. The test voltage was increased in steps 1 V, until the test 

devices exhibit electrical malfunctions. No other power was supplied to devices 

during EOS test and all other pins were floating. 
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5.3 ESD and EOS failure threshold test results 

According to the ESD test results, the failure threshold voltage was 3,500 V 

in HBM, 400 V in MM, and 3,000 V in CDM. Similarly, electrical overstress has 

been applied to determine EOS threshold voltage of this device. The test voltage 

was increased until the device showed electrical malfunctions such as an open or 

short. Four components were subjected to a DC voltage application and electrical 

characteristics of the components were analyzed by an IV curve tracer. The results 

for EOS and ESD stressing of devices are summarized in Table 5.1. 

Table 5.1 ESD and EOS failure threshold test results 

 

To identify the failure modes and mechanisms, all devices were functionally 

tested before and after being subjected to ESD/EOS stress. I/V curve tracer 

characteristics was used to identify failure modes for EOS/ESD tests. The failure 

criterion was a malfunction or drastic change in device functionality. ESD stress 

voltage levels involved relatively large voltage increments (500 volts for HBM, 

CDM and 50 volts for MM), so failure thresholds for each test model were just 

estimated. From these ESD test results, this device can be classified as class 2 for 
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HBM, class M2 for MM, and class 1 for CDM according to the ESD component 

sensitivity classification of Electrostatic-discharge Association (Table 2.1). 

5.4 Failure analysis results 

Prior to ESD or EOS characterizations, complete DC parametric and 

functional testing per applicable device specification requirements will be 

performed on all test samples for record. Failure analysis of ESD and EOS tested 

packages will be performed and failure characteristics will be databased with 

respect to test conditions. 

Failure characteristics of ESD and EOS test failed packages will include the 

results of visual inspection for anomaly, electrical test of the functional 

performance, and X-ray, optical microscopy, and SEM for locating the defect. The 

root causes of field-failed devices will be identified by comparison with damage 

characteristics such as shape, severity, and location resulted from this proposed 

study. The damage conditions will be further analyzed by failure analysis in order to  

Table 5.2 Devices investigated for failure analysis 

Failed devices Unfailed 
devices 

Replicated failures 
ESD 

 

HBM MM CDM 
EOS 

Field failures Known good 
device 

Number of 
devices 3 3 3 4 8 2 

Dominant 
failure mode 

Short 
circuit 

Short/open 
circuit 

Short 
circuit 

Short 
circuit Short circuit - 
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find from where the damage causes are created and provide the methodology to 

protect. Total 21 devices were subjected to failure analysis. It includes 11 ESD 

stressed devices, 4 EOS stressed devices, 8 burn in-screen failed devices and 2 

known good devices Table 5.2.  

5.4.1. Failure mode identifications 

The analysis involves running a DC analysis on each failed IC to check for 

shorts and opens at the each terminal with I-V curve tracer. With ESD tested GaAs 

MMIC, the path from RFin to RFout goes through the gate diodes in FET. A short 

of either diode D1 or D2 produces an abnormal curve shape. The path from Vc to 

RFin or RFout goes through either diode D1 or D2 and resistance R1. A short across 

 
Figure 5.3 Failure mode identifications 
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R1 produces a decrease in the resistance and the trace curve will be closer to vertical 

line, while an open in R1 increases the resistance and closer to horizontal line. The 

failure criterion with GaAs MMIC was out of the range of current-voltage (I-V) or 

current leakage characteristics at the input and output terminals. The failure mode 

identification results are summarized in Figure 5.3. As shown in this table, 

regardless of type of stress, the dominant failure mode was the resistive short 

between RF and Vc pins, even though one out of three MM stress devices and eight 

field failed devices showed open failure between the same pin combination. 

5.4.2. X-Ray observation  

X-Ray inspection was performed to nondestructively examine the units 

including bond wires for gross internal anomalies such as wire bond failure and die 

cracking. In all cases including good devices, field failed, ESD stressed, and EOS 

stressed device, no gross mechanical anomalies were found (Figure 5.4). 

 
Figure 5.4 X-Ray observations (top vie and side view) 
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5.4.3. Decapsulation and optical microscopy/ESEM observations 

Internal visual inspection of the die and bond wires was carried out at 

various magnifications. A device with normal characteristics was also decapsulated 

for visual comparison. HBM ESD stressed devices show anomalies near the RFout 

pin, which leads for electrical short between RFout and Vc pins. In Figure 5.5, arrow 

indicates electrical damage located in the gate channel regions of the devices. The 

size of damage was as small as a few micro-meters and multiple damage spots were 

found in the same device. As shown in Figure 5.6, larger molten damage was also 

found in the same device. 

 CDM and MM stressed device shows similar failure signature with those of 

HBM stressed devices. Figure 5.7 shows drain junction edge failure in MM stressed  

devices and Figure 5.8 shows a molten failure of the internal FET junction region 

 
Figure 5.5 HBM-stressed device 
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Figure 5.6 HBM-stressed device 

 

 
 

Figure 5.7 MM-stressed device 
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Figure 5.8 CDM-stressed device 
 

 

Figure 5.9 EOS stressed device 
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Figure 5.10 Field failed device 
 

 
Figure 5.11 Field failed device showing the failure in the resistor area and a mechanical 
crack in the capacitor area 
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resulting from CDM ESD stress. Like HBM stressed devices, multiple damage spots 

were found in the same device, but the failure size was always smaller than a few 

micro meters. Damage resulting from HBM and CDM ESD stress caused an 

electrical short circuit and appears to be very typical damage due to ESD events. 

This surface breakdown can occur when the voltage is high enough to bridge a gap 

between metallization or junctions, which is called a gaseous arc breakdown. 

Failures due to EOS were located on the die surface bond pad area and 

damage was comparatively large (100 µm~) and single damage spots. Figure 5.9 

shows the electrical short located near a gate channel of the device. In addition, 

damage was located at the RF input resistor area. 

In the case of field failed devices, the failure signature was very similar to 

those of HBM and CDM stressed devices Figure 5.10 show junction burnout failure 

of the input FET region. But the same device of field failure shows the damage of 

input resistor and capacitor area, which is different from any ESD stressed device or 

EOS stressed device. Figure 5.11 shows a mechanical crack in the capacitor area 

and a molten anomaly in input resistor area. 

5.5 Summary and conclusions 

In this chapter, the damage caused by EOS and ESD was investigated 

through EOS and ESD simulation tests and failure analysis. The failure modes and 

signature were documented and photographed. In addition, EOS and ESD sensitivity 
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of the device was determined. The summary of the analysis results is shown in 

Table 5.3. 

The analysis of the failed device from the field, EOS and different ESD test 

models revealed different failure locations and signature, even though they showed 

exactly the same failure mode, which implies the failure mode by itself does not 

provide enough information about the root cause. The study of EOS/ESD combined 

stress and differentiating the subtle difference between damage due to the several 

distinct ESD models should be performed to determine the root cause of field 

failures. 

Table 5.3 Characteristics of failure signatures 

 HBM ESD MM ESD CDM ESD EOS Field failure 

Failure 
mode Resistive short between RF input FET 

Failure 
location 

gate 
junction 
area of 

input FET 

drain 
edge of 

FET 
region 

gate 
junction 
area of 
FET 

Input resistor 
and 

metallization 
close to bond 

pad 

gate junction area 
of input FET, 
Input/output 
resistor and 
capacitor 

Failure 
signature 

Junction 
burnout 

Junction 
burnout 

Junction 
burnout 

Die burnout 
Metallization 
burnout 
Mechanical 
crack 

Junction burnout, 
Mechanical crack 

Failure 
size ~ 5 µm ~3 µm Around 100 

µm 
~5  µm, ~ 100 µm 

 

HBM stressed devices show the damage in a gate channel of the FET and 

CDM stressed devices show similar failure signature to those of HBM stressed 

devices. Failures due to EOS are located on the die surface around the input pins 
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and damages are comparatively large (100 µm~) and single damage spots. So they 

can be easily detected even at a low magnification observation. An important 

difference between ESD and EOS damage was the size of the damaged site due to 

the energy and pulse difference induced. Another difference was that damaged 

devices from ESD stress showed multiple discharge damage spot, while EOS 

showed single damage spot.  

HBM stressed devices exhibit the damage in the gate channel of the FET. On 

the other hand, CDM stressed devices show similar failure signature to those of 

HBM stressed devices which is not consistent with the failure analysis result for 

silicon device. In silicon devices, CDM is known to cause oxide breakdown damage 

and HBM stress causes the junction damage which is a key difference of the failure 

signature from HBM and CDM ESD stress. But in this case of GaAs MESFET, 

there is no thin oxide that is vulnerable to CDM ESD stress, CDM type stress also 

causes similar damage to that of HBM stress which makes root cause analysis more 

confused in case of MESFET devices. This is also consistent with ESD failure 

threshold voltage level in this case. In silicon devices, CDM ESD failure threshold 

voltage is much lower than that of HBM ESD stress. But in this case, it is close to 

HBM failure threshold level. (3500V in HBM 3000 V in CDM)  

These analysis data can be used in replicating the actual field failures. Field 

failed devices show similar signature to those of HBM stressed devices in terms of 

failure location and size, but they do not exactly match with each other. Field failed 

devices also showed electrical transient damage in the input resistor area and 

mechanical cracks in the capacitor area, which are not observed in HBM ESD 
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stressed device. In order to find the root cause of the field failures, further analysis 

needs to be performed. This will be described in the next chapter (Chapter 6).  

In this chapter, the failure modes and signatures of ESD and EOS tested 

samples were classified, documented, and photographed after failure analysis. They 

were referenced to find root causes of field failed components by comparison. The 

importance of the comparison process is to identify damage causing process 

conditions that components can experience and to provide a process guideline and a 

component and system level design strategies for ESD/EOS protection. 
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6. ESD-INDUCED LATENT FAILURES 

This chapter describes the investigation of ESD susceptibility and latent 

damage effect on GaAs MESFET devices. Electrical degradation due to ESD-

induced latent damage in GaAs MESFET devices after cumulative low-level ESD 

stress is also studied.  

ESD causes latent failures if the device is repeatedly stressed under low ESD 

voltage conditions. Depending on the stress level, ESD voltage can cause other 

premature damage leading eventually to component failures. Using detailed failure 

analysis, combined with electrical characterization, the failure modes and signatures 

of EOS stressed devices with/without initial low-level ESD stress were compared 

and documented. A stress hardening effect on ESD susceptibility, partial alleviation 

of cumulative effect of repeated ESD discharges by thermal annealing and the latent 

failure mechanisms particularly for GaAs devices was also discussed in this chapter. 

6.1 ESD Latent failure  

ESD can cause catastrophic failure and latent failure as well. The threshold 

of failure is determined by the magnitude of maximum voltage that a device can 

absorb without permanent damage. Dielectric failure and thermal failure are 

generally considered to be catastrophic failures because these failures cause 

permanent electrical malfunction or degradation. However, it is also possible for 

physical damage to be produced below this threshold voltage without degradation of 
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device functionality. ESD latent failure is a time-dependent malfunction that occurs 

under use conditions as a result of earlier exposure to electrostatic discharge that 

does not result in an immediately detectable problem [49], whereby a semiconductor 

component stressed below its ESD threshold fails prematurely during normal 

operation [50]. The existence of latent ESD damages in IC devices has been 

addressed by several researchers, but latent failure still remains controversial. Some 

researchers believe that while latency effects may be possible, they occur only with 

a very low probability. Other researchers reported evidence to support the presence 

of latent damages. Furthermore, as for compound semiconductor such as GaAs 

devices, some researches reported that unlike silicon MOSFETs, GaAs MESFETs 

have no gate oxide which is vulnerable to latent damage, so MESFETs and 

MESFET-based ICs show no cumulative or long term effects from ESD pulses 

applied below levels which cause instantaneous damages [51].  So far, there has not 

been a clear quantification of the latent damage, nor has there been a correlation 

established between the possible leakage current induced by latent ESD damage and 

eventual failure. 

In order to get a better understanding of latent failure phenomena in non-

silicon devices, in this study the ESD susceptibility and latent effect of GaAs will be 

investigated to quantify damages due to ESD stress.  GaAs MESFET devices were 

subjected to various types of ESD stress; various test models (HBM, MM and 

CDM) and various stress type (single stress and multiple stress). And during the 

multiple ESD stress to the devices, a series of measurements including the backward 

leakage current measurement were performed to monitor latent failures on 
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commercially available GaAs devices. To investigate latent effect on devices 

reliability and lifetime, after the ESD tests, assessment of device reliability 

including EOS test will be performed. Additionally, stress weakening and hardening 

effect due to prior low-level ESD stress will be also discussed. The relationship 

between ESD-related latent failure and EOS robustness of devices has not been 

reported. 

This part of study shows that ESD can cause catastrophic failures and also 

cause the failures under the normal operating conditions. Additionally, this study 

reports that ESD voltage lower than hard failure voltage can cause other damage 

even though there is no electrical degradation of devices and no degradation of the 

device in terms of ESD robustness.  

6.2 GaAs Devices and Latent Failure 

The topic of latent failure in the low ESD voltage condition has been and 

continues to be a controversial subject. Many previous researches have reported 

latency and the evidence that latent failures exist [52]-[54]. But in terms of latent 

failure mechanism resulting from ESD, most of previous researches are focusing on 

the gate oxide as a source of latency. Due to this reason, it has been believed that 

damage from ESD is always catastrophic in GaAs devices even though it is 

generally known that GaAs MESFETs have a low susceptibility to ESD. Rubalcave 

and Roesch [55] did a study of the latent failure of GaAs MESFET devices and 

circuits. This paper demonstrated that GaAs ICs have no latent or cumulative effects 
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from ESD pulsing. Similarly, Ewayne Ragle et al [56] have conducted a study on 

the effects of noncatastrophic ESD damage on GaAs MESFET lifetimes. By using 

various ESD test models and lifetime tests, they showed damage from repeated 

exposure to an ESD level is not cumulative and noncatastrophic damage does not 

degrade the device lifetime. These reports also support the idea that the gate oxide is 

the cause for ESD latent failure. 

6.3 Experimental procedure 

The test component used to characterize ESD failure threshold voltage and 

latent damage was a linear GaAs MMIC voltage variable absorptive attenuator 

packaged in an 8-lead SOIC surface mount plastic package. A monolithic GaAs 

 
Figure 6.1 Experimental procedure 
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MMIC uses a mature 1 micron process and the device functional schematic is 

illustrated in Figure 5.2 in chapter 5. All the electrical testing was performed at 

room temperature. To investigate both cumulative and latent damage effects on the 

ESD threshold voltage, several test methods including commercial test standards 

(JEDEC, MIL-STD) have been proposed as follows and illustrated in Figure 6.1. 

Three types of test using both positive and negative current discharge will be 

performed on each new device. 

 

1.  Single-stress test: the purpose of this test is to determine the voltage level at 

which a single pulse caused failure. The package pin under the test is subjected 

to a single pulse starting at a specific low-level voltage. The test is repeated with 

new devices until failure occurred after a single pulse 

2.  Step-stress test: the purpose of this test is to investigate whether the failure 

threshold voltage is dependent on the previous applied voltage. The pin under 

test is subjected to step stress starting at a specific low voltage level, and the 

voltage is increased in equal increments as specified in test standards until 

failures occur. 

3.  Multiple stress test: this test is performed to determine the typical voltage level 

at which approximately 30 to 50 pulses are required to produce a significant 

change in the electrical characteristics. 

 

In the multiple stress tests, the test devices were initially subjected to ESD 

stress at amplitudes less than the actual failure threshold voltage and the additional 
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level of ESD stress upto actual failure threshold voltage was applied to degraded 

devices. After the tests, the failure threshold voltages obtained in each test were 

compared with each other. The ESD latent damaged devices were then evaluated for 

other reliability problem using an EOS or ESD threshold test. Higher voltage was 

intentionally applied to the test devices through the input voltage pin until devices 

showed an electrical malfunction and then those results were compared with the 

result of controlled devices which are not pre-ESD stressed. Also, human body 

model (HBM) and machine model (MM) ESD test were conducted. Since there is 

no standard test method for the EOS test, a specific overvoltage was applied until 

the devices showed electrical malfunction. 

The ESD tests were performed using a commercially available ESD 

simulator, Electro-tech system model 910. This simulator includes an RLC circuit 

module to incorporate separate parallel paths for human body and machine model 

discharges, to replicate actual ESD pulse conditions. The pin-under-test was 

subjected to two types of HBM and MM tests and both positive and negative 

polarity pulses. After all the tests were conducted, all the failed devices were 

subjected to physical failure analysis, and failure mode, location and signature have 

been compared with each other. Additionally the characteristics of failures are also 

correlated with field failures described in the previous chapter (chapter 5). 
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6.4 Test Results 

6.4.1. ESD/EOS failure threshold test results  

First of all, to induce latent damage in the test devices and determine the 

ESD hard failure threshold, generally accepted ESD test threshold tests have been 

performed and then we determined proper stress level to induce ESD latent failure 

on our test devices. Two primary test methods, human body model (HBM) and 

machine model (MM) were used.  

According to the ESD test results, failure threshold voltage was 3,500 V in 

HBM and 400 V in MM. Similarly, electrical overstress has been applied to 

determine the EOS threshold voltage of this device. The test voltage was increased 

until the device showed electrical malfunctions such as open or short. Four 

components were subjected to a DC voltage application and electrical characteristics 

of the components were analyzed by I-V curve tracer. The results for EOS and ESD 

Table 6.1 ESD and EOS failure threshold test result 

 ESD (HBM) ESD (MM) EOS 

Test standard EIAJ/JESD22-
A114B 

EIAJ/JESD22-
A115A - 

Capacitance 100 pF 200 pF - 

Resistance 1500 Ω 0 Ω - 

Failure threshold 
voltage 3,500 V 400 V 37.5 V 

Failure mode Short circuit between 
RF and Vc 

Short circuit between 
RF and Vc 

Short circuit 
between RF and 

Vc 
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stressing of devices are summarized in Table 6.1. 

To make sure the failure modes and mechanisms, all devices were 

functionally tested before and after being subjected to ESD/EOS stress. I/V curve 

tracer characteristics was used to identify failure modes for EOS/ESD tests. The 

failure criterion was a malfunction or drastic change in device functionality. ESD 

stress voltage levels involved relatively large voltage increments (500 volts for 

HBM and 50 volts for MM), so failure thresholds for each test model were just 

estimated.  

6.4.2. ESD latent damage test result 

Multiple ESD stresses of level lower than the failure threshold voltages 

listed in Table 2 were applied to the device. Its stress levels were set at 20%, 50%, 

and 80% of hard failure threshold voltages given in Table 2 for HBM and MM (700 

V, 1,700 V, and 2,800 V). The voltage and current transfer characteristics were 

found to be unaltered even after repeated multiple ESD stress. Regardless of the 

number of discharges and the magnitude of ESD pulse applied, initial low-level 

ESD stress produced no stress-hardening effect or degradation in device ESD 

sensitivity. This is in contrast to the previous results for silicon devices where 

changes in the grain structures of the polysilicon resistor and charge trapping in the 

gate oxide resulted in stress-hardening or devices degradation [57],[58]. 

To investigate the relationship between the device characteristics and ESD 

latent damage and determine the effects of repeated ESD stresses on the devices, 
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several parameters including leakage current and the change of drain current were 

measured during the ESD stress applications. In low level ESD stress tests, no 

electrical degradation of leakage current or drain-source current occurred. Figure 6.2 

shows the leakage current for two stress levels and an unstressed device. As the 

applied voltage increased upto around 80% of the hard failure threshold voltage, the 

leakage current remained the same as for an unstressed device. At 3,500 V (hard 

failure threshold voltage), characteristics switched directly to a short circuit without 

any intermediate status. Figure 6.3 shows the relationship between the changes in 

drain-source current (Ids) and the number of ESD zaps.  

Even after 80 % of ESD hard failure threshold was applied 50 times, Ids 

varied by less than 2 %. This indicates that low-level ESD stresses are not  

 
Figure 6.2 Leakage current comparison (IGDO) 
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cumulative in this instance. 

6.4.3. EOS test after low level ESD stress 

The assessment of device reliability including EOS tests were performed on ESD 

stressed devices. No electrical degradation was found for low-level ESD stressed 

devices even after 50 zaps, but the EOS threshold voltage dropped dramatically 

after low-level ESD stress as shown in Table 6.2. The EOS failure threshold voltage 

level was very close to maximum operating voltage of this device. 

In terms of ESD failure threshold voltage, the test devices showed no change 

of ESD failure threshold voltage level, which means lower level ESD stress than the 

 
Figure 6.3 Drain-source current (IDS, VGS=1V) 
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failure threshold voltage does not affect subsequent ESD stress and there is no stress 

hardening or weakening effect due to lower ESD stress than the ESD failure 

threshold voltage in this test device. 

These results show that the device can be latently damaged by low level 

ESD voltage without causing any electrical degradation or changes in ESD 

robustness. Considering the maximum operating voltage of the device, the result 

implies that once the device is stressed at low level of ESD stress, it may fail under 

the normal operating voltage. But this effect varies according to the level of initial 

ESD stress. For ESD stresses representing 20% and 50% of the ESD failure 

threshold voltage, little or no variation in the EOS failure threshold voltage was 

observed. Hence, ESD latent damage effect depends on the level of previous ESD 

stress and less than 50% of ESD failure threshold voltage does not affect the device 

performance and subsequent EOS robustness.  

 
Table 6.2 ESD/EOS threshold test results after multiple stresses 

 HBM ESD MM ESD EOS 

Failure threshold  voltage 
(single stress) 3,500 V 400 V 37.5 V 

After the initial ESD stress 
(80% of hard failure threshold) 3,500 V 400 V 9 V 

After the initial ESD stress 
(50% of hard failure threshold) 3,750 V 400 V 35 V 

After the initial ESD stress 
(20% of hard failure threshold) 3,500 V 400 V 32 V 

Failure mode Short circuit between RF and Vc pins 
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6.4.4. The effect of thermal annealing 

The purpose of this test is to determine whether latent damage caused by 

electrical stress could be alleviated by thermal annealing process. The devices were 

annealed at 200 0C for 24 hours after low level ESD stress application. Greason et al 

[58] found that the microflaws or trapped charges in the device could be alleviated 

or released when high temperature is applied. However in this study, no recovery 

phenomenon was observed after high temperature exposure as shown in Figure 6.4. 

This suggests that the latent damage in GaAs devices may not be directly related to 

trapped charges and this is in line with the results of ESD threshold tests in the 

previous section. 

 

 

 
Figure 6.4 EOS failure threshold comparison 
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6.5 Failure Analysis Results 

Once ESD/EOS test and ESD latent damage tests were completed, all the 

failed devices were subjected to a detailed failure analysis. I-V curve tracer analysis, 

optical microscopy, SEM and EDS were used to identify the failure mode, failure 

locations and failure signatures of EOS/ESD-stressed and latent damaged devices.  

The analysis involved running a DC analysis on each failed IC to check for 

shorts and opens at the RF terminals. The path between RF pins goes through the 

gate diodes in FET. Though all devices failed in the same failure mode, namely 

electrical short circuit, totally different failure signatures were observed. The 

observed physical characteristics of the ESD damaged failures at various stress 

conditions provide a valuable reference tool for the failure analyst tasked with 

classifying a transient event resulting in EOS/ESD and pre-ESD-stressed EOS 

failures. 

6.5.1. ESD stressed device 

Figure 6.5 shows the signature of ESD-induced catastrophic failures. Failure 

was characterized by electrical transient damage located in the gate channel of the 

devices. This damage caused an electrical short between the RF pin and Vc pin, 

which appears to be typical damage resulting from transient ESD pulses. The size of 

the defects was 2 to 4 µm. This type of electrical short can occur when the voltage is 

high enough to bridge the gap between two metal lines on the device surface. 
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This mechanism is called gaseous arc breakdown. The E-SEM observations 

revealed multiple discharge damage spots on the die surface of the failed devices 

6.5.2. EOS stressed devices with no prior ESD stress 

The failure signature of an EOS stressed device with no initial ESD stress is 

already described in the previous chapter (Figure 5.9 in chapter 5) The failure 

modes observed were the same as for ESD stress, namely an electrical short 

between RF pin and Vc pin. However, the failure location and signature were quite 

different from those of ESD stressed devices. Optical microscopy and SEM 

observation revealed comparatively large molten damage on the die surface. Unlike 

for ESD stressed devices, only a single damage spot was identified, which was 

 
Figure 6.5 ESD stressed device 
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easily detectable at low-magnification optical microscopy. The metallization layer 

of the EOS stressed device was found to be melted in the vicinity of the Vc pin. 

6.5.3. EOS stressed devices with initial ESD stress 

Figure 6.6 and Figure 6.7 show an EOS stressed device with initial ESD 

stress at 80% of the hard failure threshold voltage. Though failure was caused by 

subsequent EOS stress, the failure signature was completely different from those of 

EOS-stressed device without initial ESD stress. Failure signature was rather similar 

to that of ESD stressed devices, which implies that this device was damaged by 

initial low-level ESD stress. This observation supports the existence of latent 

damage phenomena in GaAs devices. It may be that from the initial low level ESD 

stress, immeasurable and undetectable damage occurs in the device, and from the 

subsequent EOS, further localized heating would be focused on the damaged region 

 
Figure 6.6 EOS-stressed device (with initial 80 %of ESD failure threshold voltage) 
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Figure 6.7 EOS-stressed device (with initial 80 %of ESD failure threshold voltage) 

 
Figure 6.8 EOS-stressed device (with initial 20 %of ESD failure threshold voltage) 
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and sufficiently aggravated to cause electrical failure. This is unlikely to occur 

during ESD or EOS stress 

Figure 6.8 and Figure 6.9 show the EOS stressed devices at 20% and 50% of 

the ESD hard failure threshold voltage. The failure signature is completely different 

from the previous EOS stressed with initial ESD stress in Figure 6.6 and Figure 6.7. 

It is very similar to those of EOS stressed devices with no initial ESD stress in 

Figure 5.9 in chapter 5. A single large molten damage was found on each die surface 

of damaged device. This indicates that lower multiple stress (20% and 50% of hard 

failure threshold voltage) does not affect the device. This is consistent with the 

results from subsequent EOS failure threshold test after low-level ESD stress. The 

level of initial ESD stress required to induce incipient latent damage is between 

50% and 80% of the hard failure threshold voltage. 

 
Figure 6.9 EOS-stressed device (with initial 50 %of ESD failure threshold voltage) 
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6.5.4. Field failed devices 

The failure analysis result for field failed devices is presented in the previous 

chapter (Figure 5.10 and Figure 5.11 in chapter 5). Field failed devices showed very 

similar gate junction failure with that of HBM-stressed devices in the input FET 

region, but they also showed a damaged resistor area and mechanical cracks in the 

capacitor area, which are not observed in HBM stressed devices. These failure 

signatures of field failures have been successfully replicated with EOS-ESD 

combined stress test as shown in Figure 6.6 and Figure 6.7. Hence the root cause of 

field failure is the EOS stress with prior exposure to ESD stress lower than ESD 

failure threshold level. 

6.6 Conclusions 

Electrostatic discharge (ESD) latent damage effect in a GaAs device was 

investigated using electrical overstress (EOS) and ESD stress tests. Failure analysis 

and electrical characterization, the failure modes and signatures of EOS stressed 

devices with/without prior low-level ESD stress were compared and documented.  

In conclusion, no electrical performance degradation was detected even after 

as many as 50 low-level ESD discharges at up to 80% of the ESD failure threshold 

voltage, indicating that ESD stress lower than ESD failure threshold voltage is not 

cumulative under these conditions. The susceptibility of the device to the 

subsequent EOS increased after 50 ESD discharges at 80% of the ESD failure 

threshold voltage. But no such increase was found after the same number of 
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discharges at 20% or 50% of the ESD failure threshold voltage.  This indicates that 

there is a specific magnitude of low-level ESD stress above which EOS failure 

threshold is reduced without degradation of electrical performance.  

Therefore, depending on the magnitude of ESD stress, latent damage can 

pose a serious reliability concern in GaAs devices due to potentially higher 

susceptibility to EOS and the specific magnitude of low-level ESD stress above 

which EOS failure threshold is reduced, which should be considered as one of 

important reliability factors in the case of GaAs devices. A proposed screening 

method to detect latent damage is an EOS test at reduced voltage level compared to 

the EOS failure threshold of the device without prior low-level ESD stress. 

In EOS failures occurring at reduced EOS threshold following low-level 

ESD stress (80% ESD failure threshold voltage), failure signatures were found to 

resemble those of ESD-induced failures. On the other hand, in the case of EOS 

failures occurring at normal EOS threshold voltage following 20 % and 50 % of 

ESD failure threshold voltage, the failure signatures were very similar to those of 

EOS-induced failures without prior ESD stress.  Therefore EOS stressed devices 

reveal different failure signatures depending on the level of prior ESD stress 

voltage. 
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7. ESD FAILURE PREDICTION  

In this chapter, the application and development of an electrostatic discharge 

(ESD) failure model based on a thermal resistance and capacitance (RC) network is 

explained to predict the power-to-failure level. A discussion is given for the 

development of the analytical model and a review of previous predictions is given 

as well. The correlation of square pulse and real ESD pulse is performed using the 

equivalent maximum temperature rise approach. The prediction results are 

compared with the experimental results described in the previous chapters (chapter 

5 and chapter 6) and used to explain the mechanism of latent damage in GaAs 

MESFET devices. 

7.1 Background of ESD Failure Prediction and Power-to-Failure 

Prediction Models 

IC devices are required to remain functional in wide range of ESD stresses, 

which subjected to range of current and voltage wave profiles. These electrical wave 

profiles combine to produce an instantaneous power profile, P(t), which results in 

device heat generation due to Joule heating, and under certain circumstances can 

induce a thermal failure. For a given IC device and an electrical stress environment, 

their thermal failure threshold is a function of device material properties and device 

structures.  
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In previous models and ESD guideline, real ESD stress is considered to be a 

equivalent square wave pulse with a duration of 150 ns [59]-[61] in human body 

model (HBM) and 100 ns [62] in machine model (MM) for mathematical 

convenience, instead of double exponential functions which can express more 

realistic ESD pulses. In this chapter, this consideration will be investigated.  

ESD or EOS related IC failures can be described by thermal process, as ESD 

failures result from localized overheating due to Joule heating [63]. In the localized 

region of the IC junction area, the only known way to convert electrical energy to 

heat is through Joule heating [64]. When the electrical pulse is applied to IC devices 

as a form of ESD or EOS, the temperature in the junction area rises or falls in direct 

proportional to the net energy flux crossing the surfaces. 

A device can fail at a lower pulse magnitude if the pulse is increased in 

duration as the longer pulse period induces more electrical energy resulting in Joule 

heating. To quantify this process, ESD failure models have been proposed which 

defines linear region of power-to-failure vs. time-to failure as shown in Figure 

7.1(b) [65], [66].  

Wunsch and Bell [65] first showed that electrical transients could cause 

changes in junction parameters due to localized heating. Local temperatures were 

shown to become high enough to alter the chemical composition of the junction, 

possibly melting and ultimately destroying the crystal structure. Wunsch and Bell 

showed that catastrophic damage to semiconductor junctions could be modeled by 

using one-dimensional unsteady conductive heat transfer analysis. In their model, 

the one-dimensional approximation that takes into consideration the junction area, 
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the thermal constants of the semiconductor material, the temperature rise, and the 

energy was provided. Wunsch-Bell model is described by 

[ ] 2/1−−= tTTC
A
P

imp
f πκρ                     (eq. 7.1) 

where, Pf is the power-to-failure in W, A is the area in cm2, CP is heat capacity in 

J/gcm-K and ρ is density in g/cm3. κ is thermal conductivity in W/cm-K, t is the 

width of a square pulse, Tm is melting temperature of the junction, Ti is the initial 

temperature.  

As ESD failure is a thermal process depending on material thermo-physical 

properties, in the case of compound semiconductor materials such as gallium 

arsenide (GaAs) and silicon germanium (SiGe), which have lower melting 

temperatures, lower thermal diffusivity and lower thermal capacitance, 

semiconductors heat up faster and melt earlier. Consequently, their susceptibility to 

electrical stress is higher as relative to silicon. Based on Wunsch-Bell equation, it is 

possible to quantitatively compare and calculate the power-to-failure of various 

semiconductor materials, even though this semi-empirical model is experimentally 

verified and proved only for silicon devices.  

An improved model was proposed by Dwyer [64] to quantify power-to-

failure prediction using 3-dimensional unsteady conductive thermal model. This 

model assumes a rectangular-box region of device heating source in the drain-side 

junction depletion region of a MOSFET with a spatially uniform, time-invariant 

power source (W/cm3) and defines four distinct regions of power-to-failure vs. time-

to failure by solving 3-dimensional heat diffusion equation. 
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Figure 7.1 (a) 3D thermal box region of heat dissipation for power-to-failure prediction in 
an NMOS transistor, (b) Schematic of power-to-failure vs. width of a square wave pulse 

 

It also assumes constant temperature as a boundary condition on all sides of 

the box region and no heating through outside the box. As shown in Figure 7.1, the 

length of the box, a, is equal to the width of the device, the width, b, is related to the 

gate length, and the depth, c, is approximately equal to the drain diffusion depth. 

Such a model is reasonable because simulations and experiments show that the 

junction sidewall is the region of highest electric field and current density and is 

where most of the potential drop occurs, although the current density is about the 

same on the source side, the electric field here is very low. 

Although, the previous models show reasonably good agreement with the 

experimental data, they have some limitations that affect the accuracy of the model. 

In these models, square pulse (constant power) is chosen to provide the same current 

amplitude damage level as is found in the ESD stressing models even though the 

ESD pulse could be better described by a double exponential function of time and 

material properties are assumed to be independent of temperature which is not true. 
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7.2 Heat Flow Model Using Thermal RC Circuit 

Due to the structural similarity of electrical and thermal governing equation, 

the thermal behavior of a solid media can be modeled by the electrical scheme 

shown in Figure 7.2. In electro-thermal analogy, temperature (T), heat flux (Q), Rth 

(thermal resistance), and Cth (thermal capacitance) in thermal system are 

corresponding to voltage (V), current (I), electrical resistance (R), and electrical 

capacitance (C) in electrical system, respectively.  
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Figure 7.2 Electrical-thermal equivalent schematic of a solid 

 

The temperature difference resulting from a steady state diffusion of heat 

will be related to thermal conductivity (κ), area (A), and the path length (L). The 

relationship is like follow.   
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A
LqT

κ
=∆                       (eq. 7.3) 

 

In electro-thermal analogy, thermal resistance Rth  and x, y, and z directional thermal 

resistance, Rxth, Ryth, Rzth can be defined as 
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        (eq. 7.4) 

 

The rate of storage energy in a small volume of solid media, dV is described 

by  

dV
t
TCq P ⋅

∂
∂

⋅= ρ                                                     (eq. 7.5) 

Thermal capacitance Cth associated with the heat conduction through the material 

volume can be defined in J/K as 

dVcC Pth ⋅⋅= ρ         (eq. 7.6) 

 

 

Figure 7.3 Cross-sectional structure and heat source region 
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Figure 7.4 Electrical-thermal analogy modeling for heat source region 

 

 Based on electrical-thermal analogy, RC thermal network approach for 

ESD/EOS has been previously developed [68]-[70]. In this study, similar modeling 

methodology is used. Figure 7.3 shows the cross-sectional view and dimension of 

heat source for the area of interest of IC device. Heat source region is defined in 

Figure 7.3 and Figure 7.4. Its x-directional length, ∆x=x2-x1 is assumed to be equal 

to the length of high field region [71] and depth of heat source region is assumed to 

be equal to the depletion region of the device [64] . The z-directional depth of heat 

source is the channel width. In this model, heat flow through the interconnects and 

substrate area is negligible and insulating boundary conditions are assumed at the 

boundaries of end of junction edges, x = ±L/2. Power input is lumped into the whole 

heat source region and RC thermal network analogy modeling for heat source region 

is shown in Figure 7.4. 
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 In Figure 7.4, R is the thermal resistance per unit length, C and G are the 

thermal capacitance per unit length and thermal conductance per unit length 

respectively. The nodal equation of heat source region in Figure 7.4 can be given by 

[70] 

),(),(),( sxRdxQsdxxTsxT =+∆−∆  and           (eq. 7.7(a)) 

dxsgsdxxTdxsYsdxxQsxQ )(),()(),(),( 0−+∆=+−          (eq. 7.7(b)) 

where, ∆T(x,s) is the temperature rise and Q(x,s) is the heat flow at point x. The heat 

source is represented by g0(s)dx and Y(s) is total equivalent admittance per unit 

length. For the simpler calculation, all expressions are given in Laplace domain. 

The power source g0 in the heat source region is given by  
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where, P is input power, S[x1, x2] is unit step function in the heat source region from 

x1 to x2.  

 By taking the limit dx -> 0 in equations above, two equations can be 

combined into the following simple second-order differential equation. 
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Using the series expansion method, this equation can be solved and transformed into 

time domain by inverse Laplace transform like follows; 
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Γ(s) is the Laplace transform of the equation Γ(t). 

7.3 Power-to-failure generation 

 Using the RC network model described in section 7.2, the relationship 

between power-to-failure and pulse duration can be generated for various types of 

devices. Figure 7.5 shows the simulated time dependence of maximum temperature. 

In this plot, tf (pulse duration of square pulse) is defined as the point at which the 

maximum junction temperature equals to the device melting temperature which 

infers the catastrophic failure of the device. The plot shows that different power 

levels result in different temperature rise profile and pulse duration that causes 

device melting temperature. 
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Figure 7.5 Power-to-failure and Time-to-Failure (Tf) Determination 

1.0E-03

1.0E-02

1.0E-01

1.0E+00

1.0E+01

1.0E-09 1.0E-08 1.0E-07 1.0E-06 1.0E-05

Time (sec)

Fa
ilu

re
 p

ow
er

 (W
)

Analytical model

Experiments

 

Figure 7.6  Power-to-failure versus pulse duration, measurement versus prediction for a 
silicon device 
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Figure 7.7 Comparison of predicted power-to-failure of silicon and GaAs devices 

 

 Based on the maximum temperature of junction, the relationship between 

power-to-failure and pulse duration of constant power can be generated as shown in 

Figure 7.6. The predicted values are compared with the experimental data. The 

limitations are localized heat source model, assumption that the substrate area is 

considered as perfect adiabatic and that melting process does not significantly affect 

temperature rise, and no submicron effects. But the predicted results show good 

agreement with experimental results as shown in Figure 7.6. 

This approach can be extended to other device materials and the power-to-

failure relationship can be compared with each other. Figure 7.7 shows the power-

to-failure relationship of silicon and GaAs devices on the basis that two different 

device technologies have same device structural configurations. The result shows in 

HBM (150 nsec) and MM (100 nsec) equivalent regions, a silicon device can 



 106

withstand higher power density than a GaAs device (approximately 1.9 times higher 

in HBM and 2.3 times higher in MM). 

7.4 Failure prediction for ESD pulse 

 Based on the power-to-failure approach (temperature rise prediction due to 

the constant power), failure prediction can be extended to ESD pulses. By lumped 

element model and principal waveform of ESD pulse in ESD test standards, the 

HBM ESD pulse can be described by 

 [ ] )exp()exp(1)(
RC
t

L
Rt

R
VtI −−−=                  (eq. 7.11) 

where, V is voltage of HBM ESD pulse, R, C, and L are resistance, capacitance, and 

inductance of HBM respectively.  

 

Figure 7.8 HBM current waveform for failure prediction 

Simulated  
profiles 

Measured at 2000 V 
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The rise time of the waveform is given by 2L/R. Figure 7.8 shows the current 

waveform of HBM pulses for different HBM voltage levels. Solid lines are from 

circuit simulations and compared with measured data for 2,000 V which is dotted 

line. Simulated current profiles show good agreement with the measurement profile. 

The analysis results (Figure 7.9) show that maximum junction temperature 

rise depends on the input ESD voltage stress level. The prediction of maximum 

temperature rise is given for each HBM ESD pulses. As shown in this plot, at the 

HBM ESD failure threshold voltage condition (3,500 V) which was determined in  

previous chapter 5.3 and 6.4 by experiments, the temperature of junction area 

exceeds the melting temperature, which means the catastrophic failure of the 

devices occurs. 

 
Figure 7.9 Temperature rise profile from the HBM ESD pulses 
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 In case of 80 % of failure threshold voltage (2,800 V), as shown in the plot, 

the temperature does not reach the device melting temperature which means 

catastrophic failure does not occur, but it exceeds the intrinsic temperature of the 

device. 

The intrinsic temperature is the temperature at which the intrinsic carrier 

concentration exceeds the background doping concentration and at this point, 

thermal runaway is triggered [72], [73]. As the temperature increases from the room 

temperature, the resistivity also increases due to mobility degradation. However, the 

intrinsic carrier concentration increases with temperature, and when it finally meets 

and exceeds the background doping concentration level, the resistivity of the 

junction reaches a maximum and then starts decreasing, and leading to an even 

higher current level and thus more heating. In this condition, if there is sufficient 

power dissipation from the ESD pulse, the local temperature will exceed the device 

melting temperature. 

Although the resistivity in the hot spot area decreases, the surrounding high 

temperature region still has a high resistivity and the overall device resistance may 

not decrease until there is a large area in which the intrinsic concentration is larger 

than the doping. Thermal runaway results in the creation of the hot spot during a 

very short pulse period, but it is not sufficient to cause catastrophic damage. In the 

hot spot, the heat affected zone can create latent damage in the device junction area 

and increase the susceptibility to the subsequent EOS stress as described in chapter 

6. 
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The analytical results show that the catastrophic failure of GaAs MESFET 

devices occurs at the device melting temperature, and latent damage occurs at the 

device intrinsic temperature. This result is in good agreement with the experimental 

result in the previous chapter 6.4. 

7.5 Correlation of ESD and square pulse 

As previously stated in section 7.1 and 7.2, HBM ESD pulse is usually 

considered as a 150 ns or 120 ns square pulse. Correlations between HBM ESD and 

square pulse are based on energy equivalent of HBM and square pulses [74], [75]. 

However, in terms of thermal failure due to ESD pulse, total energy is less 

meaningful than temperature rise. Furthermore, in most cases of correlations, rise 

 
Figure 7.10 Current profile and temperature rise from HBM ESD pulse 
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Figure 7.11 Temperature rise from HBM ESD and square pulse 

 

time of HBM pulse is ignored, because rise time (around 10~15 ns) is much lower 

than decay time (around 300~400 ns). In terms of energy equivalent, this 

assumption may be acceptable, but in the temperature rise from the ESD pulse, 

analysis result (Figure 7.10) indicates that approximately 50 % of temperature rise 

occurs during the rise time. This is illustrated by the arrow which indicates the 

region of rise time area. This means the rise time region of the ESD pulse should be 

considered in the correlation. 

In the correlation proposed in this study, the maximum temperature rise has 

been chosen as a correlation factor. The concept of the correlation is shown in 

Figure 7.11. From the prediction of maximum temperature rise for ESD and square 

pulses, the equivalent square pulse duration that causes same temperature rise from 

real ESD pulses is determined. 
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In order to correlate HBM ESD and square pulses, several assumptions need 

to be made. (1) Both HBM ESD and square pulses produce identical failure 

mechanisms when the maximum temperature reaches the device melting 

temperature. Although still controversial, Bridgewood [60], [76] previously showed 

this assumption is true based on experiments. (2) In case of square pulse, it is 

assumed that the maximum temperature occurs at the end of pulse. (3) The current 

from square pulse is assumed HBM peak voltage (VHBM) divided by HBM 

resistance (1,500Ω), which is generally accepted and experimentally proved by 

Amerasekera [59]. 

 
Figure 7.12 Correlation result for HBM ESD pulse and square pulse 

 

 Based on the three assumptions and equivalent maximum temperature rise 

approach, if we let equivalent pulse length of square wave pulse, tequiv, maximum 

temperature rise from the HBM pulse TMAX, and the time at which the maximum 
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temperature reaches tMAX_HBM, at time tequiv, the temperature rise from the square 

pulse needs to be same with maximum temperature rise from HBM pulses (Figure 

7.11). 

The correlation result is shown in Figure 7.12. The correlation of square 

pulse and HBM ESD pulse has been performed using the equivalent maximum 

junction temperature rise approach. The result suggests that HBM stress needs to be 

considered to be square pulse with 80 ns duration rather than 120 or 150 ns as 

suggested in other published studies.  

7.6 Conclusions 

The predicted temperature rise using RC thermal network was in good 

agreement with experimental measurements for HBM ESD stress conditions. 

Comparison of predicted power-to-failure for GaAs and silicon devices showed that 

in the HBM and MM equivalent regions (150 nsec-HBM, 100 nsec-MM), a silicon 

device can withstand approximately double the power density than a GaAs device. 

The predicted temperature rise indicates that at the ESD failure threshold 

voltage level for GaAs MESFET devices, the maximum junction temperature of the 

device exceeds the device melting temperature. At the 80 % of failure threshold 

voltage level, the maximum temperature does not reach the melting temperature but 

exceeds device intrinsic temperature, which implies the latent damage of a GaAs 

MESFET device occurs when the temperature of the device junction exceeds the 

device intrinsic temperature. 
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Equivalent maximum temperature rise approach was applied to correlate the 

square pulse and HBM ESD pulses. The correlation results suggest that HBM stress 

needs to be considered for a square pulse with 80 ns duration which is smaller than 

150 or 120 ns value suggested in literature. Furthermore, the equivalent square wave 

pulse duration should not be considered as a fixed value as ESD stress varies. 
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8.  CONTRIBUTIONS 

GaAs and SiGe are becoming more popular in advanced technologies but 

their susceptibility to electrostatic discharge (ESD) and electrical overstress (EOS) 

is not well understood. This dissertation identifies the effects of ESD and EOS 

phenomena on GaAs and SiGe semiconductor devices. The damage characterization 

due to both ESD and EOS is performed and an approach to the assess root cause of 

the failure is discussed.  The effect of ESD latent damage is presented. Thermal RC 

network analysis is shown to predict the ESD failure threshold level on various 

types of IC devices.  

 

The contributions of this thesis are:  

1. Characteristics of internal damage caused by ESD test models and EOS stress in 

GaAs and SiGe devices have been identified and the failure signatures have been 

correlated with field failures. I found that even though different ESD test models, 

EOS, and field failure reveal the same failure mode, the failure signatures are 

different. This can provide a means to identify root causes.  

2. I experimentally showed that ESD stresses lower than the ESD failure threshold 

voltage does not cause any change in the ESD failure threshold or electrical 

performance degradation.  

3. I discovered that prior ESD stress, lower than the ESD failure threshold voltage, 

can increase the susceptibility of a GaAs MESFET devices to subsequent EOS 
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stress without observable degradation of electrical performance. Such an effect 

varies depending on the level of prior ESD stress. 

4. EOS failures were found to be dependent on the level of the prior ESD stress 

voltage. In EOS failures occurring at reduced EOS threshold following low-level 

ESD stress, failure signatures were found to resemble those of ESD-induced 

failures. On the other hand, in case of EOS failures occurring at normal EOS 

threshold voltage, the failure signatures are very similar to those of EOS-induced 

failures without prior ESD stress. 

5. I demonstrated correlation of ESD induced EOS failure of GaAs MESFET 

devices with actual field failures for the first time. This type of field failure has 

been successfully replicated by EOS stress test with prior ESD stress testing. 

6. ESD pulses which generate temperature above the device intrinsic temperature 

can cause latent damage in GaAs MESFET devices. 
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